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Proposal of regulation Com 2012 11/4

Directive 95/46/EC

Conclusion

Legal nature of the instrument

Réglement

Directive

Directly applicable act in internal law

91 articles

34 articles

Art. 1 Subject matter and objectives

Art. 1 Object of the Directive

Without modification

1. This Regulation lays down rules relati
to the protection of individuals with regard
to the processing of personal data and r
relating to the free movement of perso
data.

ng

ules
hal

2. This Regulation protects the fundamer

rights and freedoms of natural persons, and

in particular their right to the protection
personal data.

@l |n accordance with this Directive,
ember States shall protect the
Ofundamental rights and freedoms of natura
persons and in particular their right to
privacy with respect to the processing o
personal data.

Without modification

|

f

3. The free movement of personal d
within the Union shall neither be restrict
nor

prohibited for reasons connected with
protection of individuals with regard to the
processing of personal data.

aPa Member States shall neither restrict

between Member States for reast
(heonnected with the protection afforded un
paragraph

edrohibit the free flow of personal data

nwvithout modification

NS
der
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Proposal of regulation

Directive 95/46/EC

Conclusion

Material Scope

Art. 2.1 1. This Regulation applies to tk
processing of personal data wholly or pa

by

automated means, and to the processing 0th@lerwise than by automatic means of

than by automated means of personal
data which form part of a filing system or &
intended to form part of a filing system.

'9. This Directive shall
t|a¥rocessing of personal data wholly or partly

'§ystem or are intended to form part of :

apply to the
by automatic means, and to the processir
personal data which form part of a filing

filing system.

Without modification

g

1S4

Art. 2. 2. This Regulation does not apply
the processing of personal data:

rt. 3.2 This Directive shall not apply to

the processing of personal data:

Without modification

(a) in the course of an activity which fa
outside the scope of Union law, in particu
concerning national security;

IS in the course of an activity which falls
l&utside the scope of Community law, suck

as those provided for by Titles V and VI of
the Treaty on European Union and in an
case to processing operations concernir
public security, defence, State security
(including the economic well-being of the
State when the processing operation relaté

Without modification
I

g

2S
S

to State security matters) and the activitie
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of the State in areas of criminal law,

s

(b) by the Union institutions, bodies, offices It's different but it's because the regulati

and agencies; 45/2001 on the protection of individug
with regard to the processing of perso
data by the Community institutions a
bodies and on the free movement of s
data approach this aspect

(c) by the Member States when carrying put

activities which fall within the scope (

Chapter 2 of the Treaty on European Union

Df

(d) by a natural person without any gain
interest in the course of its own
exclusively personal or household activity;

ful by a natural person in the course of

purely personal or household activity

L Without modification

(e) by competent authorities for the purpo
of prevention, investigation,
detection or prosecution

S8R the course of an activity which falls

outside the scope of Community law, sucl
as those provided for by Titles V and VI of
the Treaty on European Union and in an
case to processing operations concernir
public security, defence, State security
(including the economic well-being of the
State when the processing operation relate
to State security matters) and the activitie
of the State in areas of criminal law,

N

Without modification

g

S
S

Art. 2.3 This Regulation shall be witho
prejudice to the application of Directi
2000/31/EC, in particular of the liabilit

U

e
y

t

New

on

nal
nd
uch
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rules of intermediary service providers
Articles 12 to 15 of that Directive.

n

Proposal for a Reglement

Directive 95/46/EC

Conclusion

Art. 3 Territorial scope

3.1 This Regulation applies to the process
of personal data in the context of ft
activities of an establishment of a control
or a processor in the Union.

NG, 4.1a) (a) the processing is carried out
h® the context of the activities of an
I‘?erstablishment of the controller on the

territory of the Member State;

Without modification

when the same controller is established gnUseless
the territory of several Member States, he
ire
that each of these establishments complies

must take the necessary measures to ens

with the obligations laid down by the
national law applicable;

3.2 This Regulation applies to the process
of personal data of data subjects residing i
the Union by a controller not established
the Union, where the processing

activities are related to:

(a) the offering of goods or services to st
data subjects in the Union; or

(b) the monitoring of their behaviour.

INg Art,
N established on Community territory and

Ichgaid

4.1c) the controller is not
IN for purposes of processing personal dat

makes use of equipment, automated ¢

otherwise, situated on the territory of the
Member State, unless
equipment is used only for purposes o
transit through the territory of the

Community.

Similarity: application to the controller ng
established on the territory of the EU
Difference:

r95/46/EC : use of equipment situated o
the territory of the said Member State,

such Regulation : the processing activities are

frelated to offering goals of service or
monitoring the behaviour of such datal
subjects
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Art. 3.3 This regulation applies to the At 4.1.b) (b) the controller is not | Without modification
processing of personal data by a contrgllergstaplished on the Member State'
not established in the Union where the territory, but in a place where its nationa

national law of a MS applies by virtue pf |5y applies by virtue of international
international public law. public law;

U)
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Proposal of regulation

Directive 95/46/EC

Conclusion

Art. 4 Définitions

natural personal or a natural person who
be indentified, directly or indirectly, b
means reasonably likely to be used by
controller or by any other natural or leg
person, in particular by reference to

identification number, location data, one-li
identifier or to one or more factors specific
the physical, physiological, genetic, ment

economic, cultural, or social identity of that

person.

Cafnformation relating to an identified or
Y identifiable  natural person (‘'data

thesubject'); an identifiable person is one

Jal who can be identified, directly or
aNindirectly, in particular by reference to an
N€ identification number or to one or more
10 factors specific to his physical,
al, physiological, mental, economic, cultural
al or social identity;

/ Differences

Definition of data subject which d
not exist in Directive 95/46/EC.
Addition of “by means reasonab
likely to be used by the controller
by any other natural or legal person
Addition of “location data, one-lin
identifier or genetic”

—

y
pr

[1°)

Art. 4.2 Personal data’ means any

information relating to a data subject;

set of operations which is performed upon
personal data or sets of personal d

means any operation or set of operation

J)Without modification

S

whether or not by automated means, such

B{@ich is performed upon personal data
as
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collection, recording, organizatio

structuring, storage, adaptation or alterationas collection,

retrieval, consultation, use, disclosure
transmission, dissemination or otherwise
making available, alignment or combinatiq
erasure or destruction;

nwhether or not by automatic means , suc
recording, organization,
storage, adaptation or alteration, retrievg
consultation, use, disclosure 0}/
ransmission dissemination, or other wise
making available, alignment or
combination blocking erasure or destructiof

v

L

Art. 4.4 'filing system' means any structur
set of personal data which are accessible

At 2 c) 'personal data filing system'
(filing system') shall mean any structureg

Without modification

according to specific criteria, whetheget of personal data which are accessible
centralized, decentralized or dispersed on Baccording to specific criteria, whether
functional or geographical basis; centralized, decentralized or dispersed on|a

functional or geographical basis;

Art. 4.5 ‘controller’ means the natural PAt 2 (d) 'controller' shall mean the natural Ad of word « conditions »

legal person, public authority, agency or any |egal person, public authority, agency o
other body which alone or jointly with othergny other body which alone or jointly with
determines the purposes, conditions @aBthers determines the purposes and means

[

means of the processing of personal d

where the purposes, conditions and mear|sqf

processing are determined by Union law
Member State law, the controller or t
specific criteria for his nomination may |
designated by Union law or by Member St
law;

'the processing of personal data; wher
K purposes and means of processing a
Bletermined by national or Community lawg
N8r regulations, the controller or the specifig
P@riteria for his nomination may be
Blfesignated by national or Community law;

e
re

Art. 4.6 'processor' means a natural or le|
person, public authority, agency or any oth
body which processes personal data

9alArt, 2 e) 'processor' shall mean a natur
€l or legal person, public authority, agenc

Oor any other body which processe

af Without modification
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behalf of the controller;

personal data on behalf of the controller;

Art.4.7 'recipient’ means a natural or leg
person, public authority, agency or any ot

disclosed;

. 2.9) 'recipient’ shall mean a natural or

_ h%gal person, public authority, agency o : - _
body to which the personal data arghy other body to whom data are discloseg Which may receive data in the framework

whether a third party or not; however,

authorities which may receive data in the

framework of a particular inquiry shall not
be regarded as recipients;

know the exception of the “ authorities

of a particular inquiry”

Difference: The new definition does not

Art. 2 (f) 'third party’ shall mean any
natural or legal person, public authority,
agency or any other body other than th

data subject, the controller, the processc
and the persons who, under the direg

authority of the controller or the processor
are authorized to process the data;

Disappearance of the notion “third party”
Art.2(f) disappear.

D
-

r
t

Art. 4.8 'the data subject's consent’ me
any freely given specific,
explicit

indication of his or her wishes by which t
data subject, either by a statement or b

to personal data relating to them being
processed;

_ ARPt. 2 h (h) 'the data subject's consent’ sha
informed angl,

ean any freely given specific and
informed indication of his wishes by which

Nfhe data subject signifies his agreement to

_ _ _ stat Yp@rsonal
clear affirmative action, signifies agreeme"[‘ﬁ'ocessed.

data relating to him being

| Difference:

« explicit » exclue a tacite consent.
« either by a statement or by a
clear affirmative action »

Art. 4.9 « personal data breach » mean

5 a

breach of security leading to the accidental

New definition

SO
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or unlawful destruction, loss, alteratign,
unauthorized disclosure of, or access|to,
personal data transmitted , stored |or
otherwise processed.”

Art. 4.10 Genetic data’ means all data, |of
whatever type, concerning the characteristics
of an individual which are inherited or
acquired during early prenatal development;

~

New definition

Art. 4.11 biometric data’ means any data
relating to the physical, physiological pr
behavioural
characteristics of an individual which allgw
their unigue identification, such as facial
images, or dactyloscopic data;

New definition

Art. 4.12 ‘data concerning health’ means any
information which relates to the physical o
mental health of an individual, or to the
provision of health services to the individual;

Art. 4. 13 ‘main establishment’ means as
regards the controller, the place of |its
establishment in
the Union where the main decisions as to|the
purposes, conditions and means of |the
processing of personal data are taken;
if no decisions as to the purposes, conditions
and means of the processing of personal data
are taken in the Union, the magin

establishment is the place where the main
processing activities in the context of the

New definition
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activities of an establishment of a controller
in the Union take place. As regards the
processor, 'main establishment’ means | the
place of its central administration in the
Union;

Art. 4.14 ‘representative’ means any natufalrt 4.2 (...) the controller must designate
or legal person established in the Union whg,representative established in the territor
explicitly designated by the controller, actst that Member State, without prejudice td

and may be addressed by any supervisgyal actions which could be initiated

instead of the controller, with regard to the
obligations of the controller under this
Regulation;

Notion used by 95/46EC in the article 4
ybut without defining it

}.2

Art. 4. 15 ‘enterprise’ means any enti
engaged in an economic activity, irrespect
of its legal form, thus including, in particulg
natural and legal persons, partnerships
associations regularly engaged in
economic activity;

Y
ive
1

=

or
an

Art. 4.16 'group of undertakings' means
controlling undertaking and its controlled
undertakings

a

Art. 4.17 ‘binding corporate rules’ mean
personal data protection policies which
adhered to by a controller or proces
established on the territory of a Memtl
State of the

Union for transfers or a set of transfers

1S

Are
50r
er

of

personal data to a controller or processoy in
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one or more third countries within a group|of
undertakings

Art. 4.18 'child’ means any person below the
age of 18 years

Art. 4.19 'supervisory authority’ means|a
public authority which is established by| a
Member State in accordance with Article 46
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Proposal of regulation

Directive 95/46/EC

Conclusion

Art. 5 Principles relating to personal data
processing

Art. 6 Principles
quality

relating to data

Art.5.1 Personal data must be:

(@) processed lawfully, fairly and in
transparent manner in relation to the
subject;

Art. 6.1 Member States shall provide that
bersonal data must be: (a) processe
rly and lawfully

Difference: in a transparent manner in
delation to the data subject

(b) collected for specified, explicit ar
legitimate purposes and not further proces
in a way incompatible with those purposes;

ctb) collected for specified, explicit and
Seditimate purposes and not further
processed in a way incompatible with
those purposes.

Without modification

Further processing of data for historical
statistical or scientific purposes shall no
be considered as incompatible provide
that Member States provide appropriats
safeguards;

Almost identical exceptions are planned
the text

n

)

A\1”J

(c ) adequate, relevant, and limited to
minimum necessary in relation to the purpo

for which they are processed; they shall only

be processed if, and as long as, the purp
could not be fulfiled by processin
information that does not involve persor
data;

”l@) adequate, relevant and not excessiy
SfSrelation to the purposes for which they

e collected and/or further processed,;
pses

g
nal

doifference :
-« not excessive » became «the minim
necessary »
- Addition of “they shall only be processed
if, and as long as, the purposes could not be
fulfilled by processing information that does
not involve personal data” ;

um

d) accurate and kept up to date; eV

reasonable step must be taken to ensure| |

Elo) accurate and, where necessary, ke
o date; every reasonable step must |

LHPifference:
ya Disappearance of “incomplete”,;

personal data that are inaccurate, having re

gard

-Addition of “without delay
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to the purposes for which they
are processed, are erased or rectified witl
delay;

taken to ensure that data which arg
nndccurate or incomplete, having regarc
to the purposes for which they were
collected or for which they are further
processed, are erased or rectified,;

U

(e) kept in a form which permits identificati
of data subjects for no longer than is neces
for the purposes for which the personal data
processed;

Me) kept in a form which permits
S{¥ntification of data subjects for no
$bRger than is necessary for the purpose
for which the data were collected or for
which they are further processed.

S

(e) —suite- personal data may be stored
longer periods insofar as the data will
processed solely for historical, statistical
scientific research purposes in

accordance with the rules and conditions
Article 83 and if a periodic review is carrig
out to assess the necessity to continue
storage;

f(%') — suite -Member States shall lay dowr
propriate safeguards for personal dat
Qkored for longer periods for historical,

stfatistical or scientific use.
0

od
the

y Without modification
a

A

[e

() processed under the responsibility

liability of the controller, who shall ensure and

demonstrate for each processing operation
compliance with the
provisions of this Regulation.

NGkt 6.2 It shall be for the controller to
NEnsure that paragraph 1 is complied with.

08 23

Difference :
-« the controller
“reponsability and
controller who shall
demonstrate  for each

operation the compliance”

to ensure”
liability of

became
the

ensure and
processing
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Proposal of regulation

Directive 95/46/EC

Conclusion

Art. 6 Lawfulness of processing

Art. 7 Criteria for making data

processing legitimate

Art. 6.1. Processing of personal data shall
lawful only if and to the extent that at least ¢
of the following applies:

(a) the data subject has given consent to
processing of their personal data for oneg
more specific purposes;

B&t 7.1 Member States shall provide that
'Bersonal data may be processed only if:

the data subject has unambiguousl
given his consent; or

Differences:
« unambiguously consent » becam
«explicit consent» (like in
definition of consent art. 3.8)

Consent can be given « for one @
more specific purposes »

(b) processing is necessary for the performa
of a contract to which the data subject is p:
or in order to take steps at the request of
data subject prior to entering into a contract;

|
3

B§ processing is necessary for the
Werformance of a contract to which the

steps at the request of the data subje
prior to entering into a contract; or

EWithout modification

D

H&ta subject is party or in order to take
ct

=

(c) processing is necessary for compliance \
a legal obligation to which the controller
subject;

VU&) processing is necessary fof
lRompliance with a legal obligation to
which the controller is subject ;

Without modification

(d) processing is necessary in order to Protegy processing is necessary in order t

3Without modification

the vital interests of the data subject;

protect the vital interests of the data
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subject; or

(e) processing is necessary for the performa
of a task carried out in the public interest ot
the exercise of official authority vested in t
controller;

MEF processing is necessary for the

Berformance of a task carried out in the
hSublic interest or in the exercise of
official authority vested in the controller
or in a third party to whom the data are
disclosed; or

» Difference: disappearance of words: “or i
, third party to whom the data are disclosed

jn

(f) processing is necessary for the purpose
the legitimate interests pursued by a control

except where such interests are overridder B

the interests or fundamental rights 3g
freedoms of the data subject which requ
protection of personal data,

in particular where the data subject is a
child.

This shall not apply to processing carried
by public authorities in the performance
their tasks.

S(Bf processing is necessary for the
8hurposes of the legitimate interests
pursued by the controller or by the third
party or parties to whom the data arg
disclosed,

y ept where such interests are
L erridden by the interests for
lﬁdgndamental rights and freedoms of the

ata subject which require protection
under Article 1 (1).

out
of

Differences:

, child.

| -This shall not apply to processing carr
"out by public authorities in the performan
| of their tasks.

- in particular where the data subject i

ed
ce

Art. 6.2 Processing of personal data which
necessary for the purposes of histori
statistical or scientific research shall be law
subject to the conditions and safegug

is
cal,
ful
rds

referred to in Article 83.
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Art. 6.3 The basis of the processing referred to

in points (c) and (e) of paragraph 1 must be
provided for in:
(a) Union law, or

(b) the law of the Member State to which the

controller is subject.
The law of the Member State must meet

objective of public interest or must Ibe

an

necessary to protect the rights and freedoms of
others, respect the essence of the right tg the

protection of personal data and
proportionate to the legitimate aim pursued.

be

Art. 6.4 Where the purpose of furth
processing is not compatible with the one

er

for

which the personal data have been collected,

the processing must have a legal basis at
in one of the grounds referred to in points
to (e) of paragraph 1. This shall in particu

east

(@)

lar

apply to any change of terms and general

conditions of a contract.

New

Art. 6.4 The Commission shall be empowered

to adopt delegated acts in accordance
Article 86 for the purpose of further specifyi
the conditions referred to in point (f)

with
ng
Df

paragraph 1 for various sectors and data

processing situations, including as regards
processing of personal data related to a chil

the
d.

New delegation
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Proposal of regulation

Directive 95/46/EC

Conclusion

Art. 7 Conditions for consent

All this chapter is new

Art. 7.1 The controller shall bear the burden
proof for the data subject's consent to
processing of their personal data for speci
purposes.

of
the
ied

The controller shall bear the burden of
proof

Art. 7.2 If the data subject's consent is to
given in the context of a written declarati
which also concerns another matter,
requirement to give consent must be prese
distinguishable in its appearance from t
other matter.

be
on
the
nted
his

New

Art. 7.3 The data subject shall have the right
withdraw his or her consent at any time. T
withdrawal of consent shall not affect t
lawfulness of processing based on cons
before its withdrawal.

to
'he
he
sent

New

Art. 7.4 Consent shall not provide a legal ba
for the processing, where there is a signifig
imbalance in the form of dependence betw,
the position of the data subject and
controller.

Sis
ant
een
the

New
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Proposal of regulation

Directive 95/46/EC

Conclusion

Art. 8 processing of personal data of a child

All this chapter is new

1. For the purposes of this Regulation,
relation to the offering of information socie
services directly to a child, the processing
personal data of a child below the age of
years shall only be lawful if and to the exté
that consent is given or authorised by

child's parent or custodian. The controller s
make reasonable efforts to obtain verifia
consent, taking into consideration availa
technology.

in
ty
of
13
pnt
the
nall
ble
ble

2. Paragraph 1 shall not affect the gen
contract law of Member States such as
rules on the validity, formation or effect of
contract in relation to a child.

pral
the
a

3. The Commission shall be empowered

to

adopt delegated acts in accordance with Article

86 for the purpose of further specifying t
criteria and requirements for the methods
obtain verifiable consent referred to
paragraph 1. In doing so, the

Commission shall consider specific measu
for micro, small and medium-sized enterpris

he
to
in

res
eS.

4. The Commission may lay down stand

ard

forms for specific methods to obtain verifial;

e
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consent referred to in paragraph 1. Thpse

implementing acts shall be adopted

accordance with the examination procedure

referred to in Article 87(2).

in

Proposal for a regulation

Directive

Processing of Special categories of data

Special categories of processing

Art. 9.1

The processing of personal data, revealing
or ethnic origin, political opinions, religion ¢
beliefs, trade-union membership, and
processing of genetic data or data concerti
health or sex life or criminal convictions
related security measures shall be prohibite

Art. 8.1 Member States shall prohibit the
[#®cessing of personal data revealing
Mracial or ethnic origin, political opinions,
th‘@ligious or philosophical beliefs, trade-
}¥ion membership, and the processing ¢

;)Hata concerning health or sex life.

Difference
) Addition of genetic and data concerni
criminal convictions or related securi
measures.

f

ng
ty

Art. 9.2 Paragraph 1 shall not apply where:

2. Paragraph 1 shall not apply where:

a) the data subject has given consent to the
processing of those personal data, subject t
the conditions laid down in Articles 7 and 8,

except where Union law
or Member State law provide that the

a) the data subject has given his explic
P consent to the processing of those data,

State provide that the prohibition referrec

except where the laws of the Member

tWithout modification
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prohibition referred to in paragraph 1 may nc
be lifted by the data subject;

data subject's giving his consent;

ptto in paragraph 1 may not be lifted by the

(b) processing is necessary for the purpose
carrying out the obligations and exercisi
specific rights of the controller in the field

employment law in so far as it is authorised|p

Union law or Member State law providing fo
adequate safeguards;

S(E’f processing is necessary for thg
rE\eroses of carrying out the obligationg
Dhnd specific rights of the controller in the
¥ld of employment law in so far as it is
" authorized by national law providing for
adequate safeguards; or

. Without modification

(c) processing is necessary to protect the

interests of the data subject or of anothg

person where the data subject is physically
legally incapable of
giving consent;

itd} processing is necessary to protect th
fal interests of the data subject or of
&Mhother person where the data subject
physically or legally incapable of giving

cWithout modification

S

(d) processing is carried out in the course 0f
legitimate  activities  with  appropriat

safeguards by a foundation, association or (agug
other non-profitseeking body with a politicalg
philosophical, religious or trade-union aim ar}gh
on condition that the processing relates solg

to the members or to former members of
body or to persons who have regular con
with it in connection with its purposes and tf

the data are not disclosed outside that bogly,

without the consent of the data subjects;

his consent;
é%) processing is carried out in the cours
its legitimate activities  with
Cappropriate guarantees by a foundatior
ociation or any other non-profit-
Aseeking body with a  political,
ilosophical, religious or trade-union
l&ln and on condition that the processin(
thSlates solely to the members of the bod
[3ft to persons who have regular contad
'@ith it in connection with its purposes
d that the data are not disclosed to
third party without the consent of the datg
subjects;

» Difference:

-“guarantees” became “safeguards”
-Addition of *“in connection with its
‘purposes”

- outside that body” in place of “to a thi
party”

J

—_

a
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(e) the processing relates to personal
which are manifestly made public by the
data subject;

15(‘@ the processing relates to data whicl
are manifestly made public by the data
subject ...

4 Without modification
|

() processing is necessary for {
establishment, exercise or defence of le
claims;

hér is necessary for the establishmenf
@lercise or defence of legal claims.

,Without modification

(9) processing is necessary for the performange; supject to the provision of suitable
for

of a task carried out in the public interest, on
the basis of Union law, or Member State law
which shall provide

for suitable measures to safeguard the
subject's legitimate interests;

safeguards, Member States may,
reasons of substantial public interest, la
down exemptions in addition to those laig
Hgtvn in paragraph 2 either by nationa
law or by decision of the supervisory
authority.

Without modification

y

(h) processing of data concerning health is
necessary for health purposes and subject t
the conditions and safeguards referred to in
Article 81;

O

Article 81 Processing of dg

concerning health

personal

1. Within the limits of this Regulation and
accordance with point (h) of Article 9(2),

processing of personal data concerning he
must be on the basis of Union law or Mem
State law which shall provide for suitable g
specific measures to

ata

in

alth
per
nd

Difference :
“health professional

confidentiality” in

professional”

subject to a equivalent obligation

or another pers

place of “Health

on
of
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safeguard the data subject's legitimate inters
and be necessary for:

(a) the purposes of preventive or occupatig
medicine, medical diagnosis, the provision
care or treatment or the management of he
care services, and where those data
processed by a health professional subjeg
the

obligation of professional secrecy or anot
person also subject to an equivalent obliga
of confidentiality under Member State law
rules established by national competent bod

(b) reasons of public interest in the area
public health, such as protecting agai
serious cross-border threats to health
ensuring high standards of quality and saf
inter alia for medicinal products or medig
devices;

(c) other reasons of public interest in ar
such as social protection, especially in orde
ensure the quality and cost-effectiveness of
procedures used for settling claims for bene
and services in the health insurance system

pStS,

8.3 Paragraph 1 shall not apply where
rp{,j{f)cessing of the data is required for the

of

altiirposes of preventive medicine, medica
diegnosis, the provision of care or
ttt@atment or the management of health
care services, and where those data are

nerocessed by a health professional subject
liander national law or rules established by
ofational competent bodies to the
iestjligation of professional secrecy or by
another person also subject to an
equivalent obligation of secrecy.
of
nst
or
ety,
al
Pas

r to
the
fits

New
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New

2. Processing of personal data concerr
health which is necessary for historical,

statistical or scientific research purposes, S
as patient registries set up for improvi
diagnoses and differentiating between sim

types of diseases and preparing studies| fo

therapies, is subject to the conditions g
safeguards referred to in Article 83.

B9 Member States shall provide that
personal data must be:

g; b) (...) Further processing of data for
.~ historical, statistical or scientific
ilar .
urposes shall not be considered &
Incompatible provided that Member

mdStates provide appropriate safeguards;

Art. 9.2. processing is necessary for historic
statistical or scientific research purpos
subject to the conditions and safegug
referred to in Article 83;

al,
5es
rds

Art. 9.3 Processing of data relating to crimir
convictions or related security measures

is carried out either under the control of offic

authority

or

when the processing is necessary
compliance with a legal or regulato

obligation to which a controller is subject,
for the performance of a task carried out
important public interest reasons, and in so
as authorised by Union law or Member St

'@ 5. Processing of data relating to
offences, criminal convictions or security,
measures

inay be carried out only under the contro

of official authority,

or
for suitable specific safeguards are
rprovided under national law, subject to

aderogations which may be granted by th

foember State under national provisions

fatoviding suitable specific safeguards.
ate

law providing for adequate safeguards.

11%

Without modification

Without modification

Without modification
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A complete register of criminal convictions

shall be kept only under the control of offic
authority.

I : -
a}—lowever, a complete register of criminal
convictions may be kept only under the
control of official authority.

Member States may provide that dat:
relating to administrative sanctions of
judgements in civil cases shall also be
processed under the control of official
authority.

174

Without modification

Art. 9.4 The Commission shall be empower
to adopt delegated acts in accordance with
Article 86 for the purpose of further specifyi
the criteria, conditions
safeguards for the processing of the spe
categories of personal data referred to

paragraph 1 and the exemptions laid down in

paragraph 2.

and appropriate

ed

ng

cial
in

Art. 10
identification

processing not  allowing

If the data processed by a controller do
permit the controller to identify a natur
person, the controller shall not be obliged
acquire additional information in order

identify the data subject for the sole purpose of

complying with any provision of thi

Regulation.

not
al
to
to

New
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Proposal for a Reglement Directive 95/46/EC Conclusion
Chap . lll Rigts of the data subject

Section 1 Transparency and modalities New section
Art. 11 Transparent information and New article

communication

Art. 11.1 The controller shall have transparent

and easily accessible policies with regard to

processing of personal data and for the exer

of data subjects' rights.

the
cise

New obligation for the controller

Art. 11.2 The controller shall provide an

information and any communication relating

YArt. 12 Member States shall guaranteg
t@very data subject the right to obtain from

the processing of personal data to the dga controller: (...) communication to him

subject in an intelligible form, using clear a

plain language, adapted to the data subjec

particular for any information address

specifically to a child.

nﬁ'] an intelligible form of the data
t'quIergoing processing and of any
Bfvailable information as to their source,

,» New obligation of using a clear and plz
language specifically to a child.

n
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Proposal for a Reglement Directive 95/46/EC Conclusion
ART. 12 Procedures and mechanisms for New
exercising the rights of the data subject

Art. 12.1 The controller shall establish New
procedures for providing the information

referred to in Article 14 and for the exercise
the rights of data subjects referred to in Arti
13 and Articles 15 to 19. The controller sh
provide in particular mechanisms f

facilitating the request for the actions referr

to in Article 13 and Articles 15 to 19. Whe
personal data are processed by autom
means, the controller shall also provide me
for requests to be made electronically.

of
cle
all

ated
ans

Art. 12.2 The controller shall inform the da
subject without delay and, at the latest wit
one month of receipt of the request, whethe
not any action has been taken pursuan
Article 13 and Articles 15 to 19 and sh
provide the requested information. This per,
may be prolonged for a further month,
several data subjects exercise their rights
their cooperation is necessary to a reason
extent to prevent an unnecessary
disproportionate effort on the part of t
controller.

[rt. 12 Member States shall guarantee
NBVery data subject the right to obtain from
'tk controller (...) without excessive

toté’lay
all

od
if
and
able
and
he

“without excessive delay” becan

“without delay and at latest withi
one month”

- The information shall be givein
writing

e
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The information shall be given in writing.
Where the data subject makes the request in
electronic form, the information shall be

provided in electronic form, unless otherw
requested by the data subject.

se

Art. 12.3 If the controller refuses to take actipn
on the request of the data subject, the controller

shall inform the data subject of the reasons

the refusal and on the possibilities of lodging a

complaint to the supervisory authority a
seeking a judicial remedy.

for

nd

New

Art. 12.4 The information and the actiof

taken on requests referred to in paragrapghs

shall be free of charge.

Where requests are manifestly excessive
particular because of their repetitive charag
the controller may charge a fee for providi
the information or taking the action request

or the controller may not take the action

requested.
In that case, the controller shall bear the bur

of proving the manifestly excessive chara¢

of the request.

YArt. 12 Member States shall guarantee
\Jery data subject the right to obtain from
the controller without constraint at
» rébsonable  intervals and  without]

@%cessive delay or expense...
ng
ed,

den
ter

, -“without excessive expense” became “fi
of charge”

Art. 125 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying the criteria and conditio

in

ns

for the manifestly excessive requests and

the

ee
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fees referred to in paragraph 4.

Art. 12.6 The Commission may lay dow
standard forms and specifying stand
procedures for the communication referred
in paragraph 2, including the electronic form
In doing so, the Commission shall take

appropriate  measures for micro, small &
medium-sized enterprises.

Those implementing acts shall be adoptec
accordance with the examination proced
referred to in Article 87(2).

n
ard
to
at.

the
and

1 in
ure

New

Art. 13 Rights in relation to recipients

The controller shall communicate a
rectification or erasure carried out
accordance with Articles 16 and 17 to eg
recipient to whom the data have be
disclosed,

unless this proves impossible or involves

Y2 (c) notification to third parties to
Ilvhom the data have been disclosed of ar
A6Bctification, erasure or blocking carried
&ut in compliance with (b),

a disproportionate effort.

» a

unless this proves impossible or involves

y

D

disproportionate effort.

Without modification
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Proposal for a Reglement

Directive 95/46/EC

Conclusion

Section 2
Information and access to data

Art. 14 Information to the data subject

Art. 10 Information to be given to the
data subject

Information to be given to the data subj
are more important

eCt

Art. 14.1 Where personal data relating to a
data subject are collected, the controller sha
provide the data subject with at least the
following information:

Art 10 Member States shall provide that
lkhe controller or his representative mus
provide a data subject from whom datg
relating to himself are collected with at
least the following information, except
where he already has it:

(a) the identity and the contact details of
controller and, if any, of the controller
representative and of the data protect
officer;

”(3) the identity of the controller and of his

‘Yepresentative, if any;
ion

Addition of the way to contacting th
controller’s representative and of the DP(

e

(b) the purposes of the processing for which
the personal data are intended, including

- the contract terms and general conditions
where the processing is based on point (b) @
Article 6(1) and

- the legitimate interests pursued by the
controller where the processing is based on
point (f) of Article 6(1);

which the data are intended:;

—h

and general conditions where the proces:
is

based on Article 5(1)(b) and the legitima
interests pursued by the controller where
processing is based on Article 5(1)(f)”

S
5iNg

te
the

(c) the period for which the personal data wi

be stored;

New
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d) the existence of the right to request from
controller access to and rectification or eras
of the personal data concerning the data sul
or to object to the processing of such persc
data;

UHe right to rectify the data concerning
IRt

pnal

thie existence of the right of access to andWithout modification

The regulation add the right of “erasure”

(e) the right to lodge a complaint to the
supervisory authority and the contact details
the supervisory authority;

of

New

(f) the recipients or categories of recipients ¢
the personal data;

. the recipients or categories of recipient
of the data,

s Without modification

g) where applicable, that the controller inter
to transfer to a third country or internatior
organisation and on the level of protect
afforded by that third country or internatior
organisation by reference to an adequ
decision by the Commission;

acy

nds
nal
on
al

New possibility to transfer to a third country
or international organisation

(h) any further information necessary
guarantee fair processing in respect of the
subject, having regard to the spec
circumstances in which the personal data
collected.

thy further information (...) in so far as
Halth further information is necessary
f'I"?aving regard to the  specific
@ifcumstances
collected, to guarantee fair processing it
respect of the data subject.

in which the data are

Whithout signifiant modification

Art 14. 2 Where the personal data are collec
from the data subject, the controller sh
inform the data subject, in addition to t
information referred to in paragraph 1, whet

tedt 10 ...whether replies to the

hGell as the possible consequences ¢

the provision of personal data is obligatory

afﬁ'ljestions are obligatory or voluntary, as

D

Rilure to reply,
or

Without modification

—
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voluntary, as well as the possible consequel
of failure to provide such data.

nces

Art 14.3 Where the personal data are |
collected from the data subject, the contro
shall inform the data subject, in addition to
information referred to in paragraph 1, frg
which source the personal data originate.

not

ller

the
m

New

Art 14.4 The controller shall provide the
information referred to in paragraphs 1, 2 an
3:

(a) at the time when the personal data are
obtained from the data subject; or

(b) where the personal data are not collecte
from the data subject,

-at the time of the recording or within a
reasonable period after the collection, havin
regard to the specific circumstances in whicl
the data are collected or otherwise
processed, or, if a disclosure to another
recipient is envisaged, and at the latest whe
the data are first disclosed.

d nothing

Article 11. 1. Where the data have not
ibeen obtained from the data subject
Member States shall provide that thg
controller or his representative must

-at the time of undertaking the recording
of personal data or if a disclosure to
Dthird party is envisaged, no later than thg
'time when the data are first disclosed
provide the data subject with at least th
following information, except where he
nalready has it:

P

[«

Addition:
at the time when the personal data
obtained from the data subject;

Without modification

(D ="\~

Art. 14.5 Paragraphs 1 to 4 shall not app
where:

(a) the data subject has already the informatiggm whom data relating to himself are

referred to in paragraphs 1 to 3;

WMrt. 10.1 the controller or his
representative must provide a data subje

collected with at least the following

~Without modification

information, except where he already ha

[72)

are
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or
(b) the data are not collected from the d
subject and the provision of such informat

proves impossible or would involve
disproportionate effort; or
(c) the data are not collected from the d

subject and recording or disclosure is expre
laid down by law.

a}&.z Paragraph 1 shall not apply where
i particular for processing for stqtlstlgal

urposes or for the purposes of historicg
or scientific research, the provision of
such information proves impossible of
would involve a disproportionate effort or
if recording or disclosure is expressly laid
down by law. In these cases Membe
States shall provide appropriate

a§gfeguards.
s5sly

Without modification

rWithout modification

Art. 14.6 In the case referred to in point (b)
paragraph 5, the controller shall
appropriate  measures to protect the ¢
subject's legitimate interests.

providen

OArt. 11. 2. In these cases Member State

all provide appropriate safeguards.
lata

s Without modification

Art. 147 The Commission shall b
empowered to adopt delegated acts

accordance with Article 86 for the purpose
further specifying the criteria for categories
recipients referred to in point (f) of paragr

1, the requirements for the notice of poten
access referred to in point (g) of paragrapf

e
in
of
of
ph
tial
n 1,

the criteria for the further

New delegation
Commission

of

powers

to

th

ne
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necessary information referred to in point

h)

of paragraph 1 for specific sectors gnd

situations, and the conditions and appropr
safeguards for the exceptions laid
down in points (a) and (b) of paragraph 5.

ate

Art. 14.8 The Commission may lay down
standard forms for providing the information

referred to in paragraphs 1 to 4, taking ipto
account the specific characteristics and needs

of various sectors and data processing
situations where necessary. Those
implementing acts shall be adopted |in

accordance with the examination procedure

referred to in Article 87(2).
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Proposal of regulation

Directive

Conclusion

Art. 15 Right of access for data subject

Art. 1The data subject rights of access
of data

1. The data subject shall have the right
obtain from the controller at any time,
request,

Member States shall guarantee every dat
PYubject the right to obtain from the
controller:

(a) without constraint at reasonable
intervals and without excessive delay or
expense:

aWithout modification

Confirmation as to whether or not personal
data relating to the data subject are being
processed.

...confirmation as to whether or not data
relating to him are being processed...

Without modification

Where such personal data are being proces
the controller
shall provide the following information:

5edand information at least as to. ..

Without modification

(a) the purposes of the processing;

the purposes of the processing

Without modification

(b) the categories of personal data concerne

dhe categories of data concerned,

Without modification

(c) the recipients or categories of recipients
whom the personal data are to be or have b
disclosed,

[%he recipients or categories of recipients
PE8'whom the data are disclosed,

Without modification
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in particular to recipients in third countries; New
(d) the period for which the personal data wil New
be stored,

(e) the existence of the right to request from New
the controller rectification or erasure |[of

personal data concerning the data subject or to

object to the processing of such personal data;

() the right to lodge a complaint to the New
supervisory authority and the contact details of

the supervisory authority;

(g) communication of the personal data New
undergoing processing and of any available

information as to their source;

(h) the significance and envisaged of such New

processing, at least in the case of meas
referred to in Article 20 (profiling)

ures

Art. 15.2 The data subject shall have the rig
to obtain from the controller communication
the personal data undergoing processing.
Where the data subject makes the reques
electronic form, the information shall
provided in electronic form, unless otherw
requested by the data subject.

Ab  a. ... communication to him in an
%telligible form of the data undergoing
_p_rocessing and of any available
Sidfbrmation as to their source,

De

se

Without modification

knowledge of the logic involved in any
automatic processing of data concerning
him at least in the case of the automated
decisions referred to in Article 15 (1);
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Art. 15.3 The Commission shall be

empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying the criteria and requireme
for the communication to the data subject
the content of the personal data referred to i
point (g) of paragraph 1.

in
of
nts
of
n

Art. 15 4 The Commission may specify

standard forms and procedures for requesting
and granting access to the information refefred

to in paragraph 1, including for verification
the identity of the data subject a

of
nd

communicating the personal data to the data

subject, taking into account the spec
features and necessities of various sectors

fic
and

data processing situations. Those implementing

acts shall be adopted in accordance with

the

examination procedure referred to in Article

87(2).

New delegation
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Art. 16 Right to rectification

Art. 12 right of access

The data subject shall have the right to obta
from the controller the rectification of person
data relating to them which are inaccurate.

The data subject shall have the right to ob

M2 b) as appropriate the rectification
abrasure or blocking of data the processin
of which does not comply with the
[HPovisions of this Directive, in particular

completion of incomplete personal datgecause of the incomplete or inaccurat

including by way of
corrective statement

supplementing

$ature of the data;

Without modification
gPossibility of addition of an informatior
We aim here at the possibility for the pers
concerned to correct a subjecti
cappreciation.

on
ve

Art. 17 Right to be forgotten and to erasure

Art. 17.1 The data subject shall have the ri
to obtain from the controller the erasure
personal data relating to them and

abstention from further dissemination of su
data,

Dt 12 b. ... rectification, erasure or

Res not comply with the provisions of
IGRis Directive,

‘Eflocking of data the processing of which

Without modification

especially in relation to personal data whjch New
are made available by the data subject whilé he

or she was a child,

where one of the following grounds applies:

(a) the data are no Ionger necessary in re|atiﬁ’barticular because of the incomplete o New
collected or otherwise processed;

(b) the data subject withdraws consent |on New
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which the processing is based according
point (a) of Article 6(1), or when the stora
period consented to has expired, and wk
there is no other legal ground for t
processing of the data;

to
ge
ere
he

(c) the data subject objects to the processin
personal data pursuant to Article 19;(d)
process...

g of
the

New

Art. 17.2. Where the controller referred to
paragraph 1 has made the personal data ptu
it shall take all reasonable steps, includ
technical measures, in relation to data for
publication of which the controller |
responsible, to inform third parties which &
processing such data, that a data suk
requests them to erase any links to, or cop
replication of that personal data.

Where the controller has authorised a th
party publication of personal data, t
controller shall be considered responsible

ir(c) notification to third parties to whom ¢tk
Illeta have been disclosed of
imgctification, erasure or blocking carried ¢
tire compliance with (b), unless this prov
simpossible or involves a disproportiona
areffort.

ject

y or

~

(¢

rd-
he
for

that publication.

e his obligation to erase is enlarged to “3
inynks to, or copy or replication of th;
ytersonal data”

eAddition also of the responsibility for
\tdhird-party authorised to publish data.

Iny
At

a
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Art. 17.3 The controller shall carry out thej31:  Member States may adopt
erasure without delay, except to the extent thadis|ative measures to restrict the scop
(a) for exercising the right of freedom Of; Articles 6 (1), 10, 11 (1), 12 and 21
necessary measures to safeguard:

(g9) the protection of the data subject or of
the rights and freedoms of others.

[¢)

(b) for reasons of public interest in the area of New modification
public health in accordance with Article 81

(c) for historical, statistical and scientific > 2 Subject to adequate legal Without modification

research purposes in accordance with Artqu,gfeguardS, in particular that the data are

83; not used for taking measures or decisions
regarding any particular individual,
Member States may, where there is
clearly no risk of breaching the privacy of
the data subject, restrict by a legislative
measure the rights provided for in Article
12 when data are processed solely for
purposes of scientific research or are kept
in personal form for a period which does
not exceed the period necessary for the
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sole purpose of creating statistics.

(d) for compliance with a legal obligation
retain the personal data by Union or Memp
State law to which the controller is subject; th
Member State laws shall meet an objective
public interest, respect the essence of the I
to the protection of personal data and

proportionate to the legitimate aim pursued; |0,

t(131 Member States may adopt legislative

fleasures to restrict the scope of the
b‘fbllgatlons and rights provided for in

® Rfticles 6 (1), 10, 11 (1), 12 and 21 when

iglikh a restriction constitutes a necessary
asures to safeguard:

(e) an important economic or financial
interest of a Member State or of the
European Union, including monetary,
budgetary and taxation matters;

(f) a monitoring, inspection or regulatory
function connected, even occasionally,
with the exercise of official authority in
cases referred to in (c), (d) and (e);

L Addition of “personal”

(e) in the cases referred to in paragraph 4.

Art. 17.4 Instead of erasure, the controller New
shall restrict processing of personal data where:
(a) their accuracy is contested by the data New

subject, for a period enabling the controller
verify the accuracy of the data;
(b) the controller no longer needs the pers(
data for the accomplishment of its task but t
have to be maintained for purposes of proof
(c) the processing is unlawful and the d

subject opposes their erasure and requests

to

pnal
hey

ata
the

restriction of their use instead;
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(d) the data subject requests to transmit

the

personal data into another automated

processing system in accordance with Arti
16(2).

cle

Art. 17.5 Personal data referred to

paragraph 4 may, with the exception
storage, only be processed for purposes
proof, or with the data subject's consent, or
the protection of the rights of another natura
legal person or for an objective of pub
interest.

in
of
of
for
or
lic

New

Art. 17.6 Where processing of personal data
restricted pursuant to paragraph 4,
controller shall inform the data subject beft
lifting the restriction on processing.

A iS
the
Dre

New

Art. 17.7 The controller shall implemer
mechanisms to ensure that the time lin
established for the erasure of personal ¢
and/or for a periodic review of the need for
storage of the data are observed.

nt
nits
lata
the

New obligation

Art. 17.8 Where the erasure is carried out,
controller shall not otherwise process sl
personal data.

the
ich

New prohibition of processing

Art. 17.9 The Commission shall be

empowered to adopt delegated acts
accordance with Article 86 for the purpose

in
of

further specifying:
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(@) the criteria and requirements for t

he

application of paragraph 1 for specific sectors

and in specific data processing situations;
(b) the conditions for deleting public Intern

et

links, copies or replications of personal data

from publicly available communicatio
services as referred to in paragraph 2;
(c) the criteria and conditions for restricting {
processing of personal data referred to
paragraph 4.

n

he
in

Proposal for a regulation

Directive 95/46/EC

conclusion

Art. 18 Right to data portability

New

Art. 18.1 The data subject shall have the rig
where personal data are processed
electronic means and in a structured

commonly used format, to obtain from t
controller a copy of data undergoi
processing in an electronic and structu
format which is commonly used and allows
further use by the data subject.

ht,
by
and
he
ng
red
for

New right to data portability

Art. 18. 2. Where the data subject has provic
the personal data and the processing is b
on consent or on a contract, the data suk
shall have the right to transmit those persa
data and any other information provided by

led
ased
ject
nal
the

data subject and retained by an autom:

hted

New right to transmit personal data for the
data subject
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processing system, into another one, in
electronic format which is commonly use
without hindrance from the controller fro
whom the personal data are withdrawn.

Art. 18. 3. The Commission may specify tf
electronic format referred to in paragraph 1 «
the technical standards, modalities
procedures for the transmission of persg
data pursuant to paragraph 2. Th
implementing acts shall be adopted
accordance with the examination proced
referred to in Article 87(2).

q

and

and

nal
DSe
n

ure

Section 4 Right to object and profiling

The data subjects right to object

Art.19.1 The data subject shall have the righj

to object, on grounds relating to their particy

situation at any time to the processing | ¢
personal data which is based on points d), (g@]

and (f) of Article 6(1), unless the controll
demonstrates compelling legitimate grour
for the processing which override the intere
or fundamental rights and freedoms of the ¢
subject.

Art. 14 Member States shall grant the
Jifata subject the right:(a) at least in thé
l3bses referred to in Article 7 (e) and (f)
object at any time on compelling
itimate grounds relating to his
Eparticular situation to the processing of
Rita relating to him, save where otherwis
'Sﬁ?ovided by national legislation. Where
dfere is a justified objection, the
processing instigated by the controllel

14

" Without modification

112

may no longer involve those data;
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Art. 19.2 Where personal data are proces
for direct marketing for
purposes recognised as being in the pu
interest, the data subject shall have the righ
object free of charge to the processing of tl
personal data for such marketing.

This right shall be explicitly offered to the dg

subject in an intelligible manner and shall |b

clearly distinguishable from other informatiot

non-commercial

sedp) to object, on request and free o
Bl charge, to the processing of persona
blicdata  relating to him which the
t WQontroller anticipates being processet
'€llfor the purposes of direct marketing, of
to be informed before personal data ar
ta disclosed for the first time to third
€parties or used on their behalf for the
purposes of direct marketing, and to bg
expressly offered the right to object
free of charge to such disclosures o
uses.

n.

Without modification except precisions

|the way that this rights have to be guarar
. « free of charge » & « explicitly offered

ythe data subject in an intelligible manr
and shall be clearly distinguishable frg
~other information.”

\1%4

of
itee
10]
er
m

Art.19.3 Where an objection is uphe
pursuant to paragraphs 1 and 2, the contr
shall no longer use or otherwise process
personal data concerned.

d
pller
the

Without modification

Measures based on profiling
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Art.20.1 Every natural person shall have the Art.15.1 Member States shall grant the

right not to be subject to a measure wh
produces legal effects concerning this nat
person or significantly affects this natu
person, and which is based solely

automated processing intended to evalyaten, automated processing of dat

certain personal aspects relating to this nat
person or to analyse or predict in particular
natural person's performance at wag
creditworthiness, economic situation, locati
health, personal preferences, reliability

behaviour.

'Chright to every person not to be subjec
irakg g decision which produces lega
ral effects concerning him or significantly
ON affects him and which is based solely

Urajntended to evaluate certain persona
theaspects relating to him, such as his
rk, performance at work, creditworthiness

PN, reliability, conduct, etc.
or

The list is not exhaustive
t modification

j——

\*2J

but witho

Art.20.2 Subject to the other provisions of th
Regulation, a person may be subjected to a
measure of the kind referred to in paragrap
only if the processing:
(a) is carried out in the course of the enter
into or performance of a contract,

where the request for the entering into or
performance of the contract,

lodged by the data subject, has been satisfi

or where suitable measures to
safeguard the data subject's legitimate inter
have been adduced, such as the

right to obtain human intervention; or

(b) is expressly authorized by a Union |or

Member State law which also lays do
suitable measures to safeguard the

IS Art.15.2 Subject to the other Articles
of this Directive, Member States shall
h 1provide that a person may be subjecte
~ to a decision of the kind referred to in
INGparagraph 1 if that decision:

(a) is taken in the course of the enterin
into or performance of a contract,
f.egrovided the request for the entering
Into or the performance of the contract
estEOd.ge.d by the data subject, has_ bee
Satisfied or that there are suitablg
measures to safeguard his legitimat
interests, such as arrangement

v allowing him to put his point of view;
jatd"

the

Without modification

|\

[

subject's legitimate interests; or
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(c) is based on the data subject's cons
subject to the conditions laid down in Article
and to suitable safeguards.

ent,

Art.20.3 Automated processing of persor

Qo equivalent

data intended to evaluate certain personal

aspects relating to a natural person shall ng
based solely on the special categories
personal data referred to in Article9.

t be
of

New

Art.20.4 In the cases referred to in paragrapy equivalent

2, the information to be provided by the

controller under Article 14 shall inclug
information as to the existence of process
for a measure of the kind referred to

e
ing
in

paragraph 1 and the envisaged effects of such

processing on the data subject.

New




Page 47 sur 155

Art.20.5 The Commission shall be empower
to adopt delegated acts in accordance
Article 86 for the purpose of further specifyi
the criteria and conditions for suitable
measures to safeguard the data subj
legitimate interests referred to in paragraph

with
ng

ect's
D.

el_‘?]o equivalent

New

Section 5 Restrictions

Restrictions

Art.21.1 Union or Member State law may

restrict by way of a legislative measure
scope of the obligations and rights provided

in points (a) to (e) of Article 5 and Articles 11

to 20 and Article 32, when such a restrict

he
for

on

constitutes a necessary and proportionate

measure in a democratic society to safegu
(a) public security;

ard:

(b) the prevention, investigation, detection and

prosecution of criminal offences;
(c) other public interests of the Union or o

[ a

Member State, in particular an important

economic or financial interest of the Union
of a Member State including moneta
budgetary and taxation matters and
protection of market stability and integrity;
(d) the prevention, investigation, detection &
prosecution of breaches of ethics for regula

or

'y,
the

and
ited

New restrictions
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professions;

(e) a monitoring, inspection or regulatqry

function connected, even occasionally, with

the

exercise of official authority in cases referred

to in (a), (b), (c) and (d);

(H the protection of the data subject or the

rights and freedoms of others.

Art.21.2 In particular, any legislative measure
referred to in paragraph 1 shall contain specific
provisions at least as to the objectives to| be

pursued by the processing and
determination of the controller.

the

CHAPTER IV
Controller and processor
Section 1 General Obligations

Responsibility of the controller
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Art.22.1 The controller shall adopt policies art 16 Any person acting under the| Addition of “demonstrate”
and implement appropriate measures

toauthority of the controller or of the
ensure and be able to demonstrate that th%rocessor, including the processof
processing of personal data is performed inhimself, who has access to personal data
compliance with this Regulation, must not process them except on
instructions from the controller, unless hg
is required to do so by law.
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Art.22.2 The measures provided for
paragraph 1 shall in particular include:

(a) keeping the documentation pursuant
Article 28;

(b) implementing the data
requirements laid down in Article 30,
(c) performing a data protection impa
assessment pursuant to Article 33;

(d) complying with the requirements for pri
authorisation or prior consultation of t
supervisory authority pursuant to Artic
34(1) and (2);

(e) Designating a data protection offig
pursuant to Article 35 (1).

secur

iN Art.17.1 Member States shall provide
that the controller must implement

toappropriate technical and organizational

measures to protect personal data again
Y accidental or unlawful destruction or

accidental loss, alteration, unauthorize(
ICt disclosure or access, in particular wher

the processing involves the transmissio
OF of data over a network, and against al
1€ other unlawful forms of processing.

e Having regard to the state of the art an
the cost of their implementation, such
measures shall ensure a level of securit
appropriate to the risks represented b

er

the processing and the nature of the dat

st

)
2
N
I

to be protected.
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Art.22.3 The controller shall implemer
mechanisms to ensure the verification of
effectiveness of the measures referred {t(
paragraphs 1 and 2f proportionate, this
verification shall be carried out &
independent internal or external auditors.

't Art.17.2 The Member States shall

th_eprovide that the controller must, where

? Mprocessing is carried out on his behalf
choose a processor providing sufficien

Y guarantees in respect of the technics
security measures and organizationg
measures governing the processing to I
carried out, and must ensure complianc
with those measures.

Only “if proportionate

[

|
e

Art.22.4 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
specifying any further criteria an
requirements for appropriate
referred to in paragraph 1 other than th
already referred to in paragraph 2,
conditions for the verification and auditir
mechanisms referred to in paragraph 3 an
regards the criteria for proportionality ung
paragraph 3, and considering spec
measures for micro, small and mediu
sized-enterprises.

®No equivalent
in

of
d

measures

pse
the
g

d as
er
ific
m_

“and considering specific measures
micro, small and medium-sized-enterprise

for
ES”

Data protection by design and by default
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Art.23.1 Having regard to the state of the afj equivalent
and the cost of implementation, the controller

shall, both at the time of the determination of

the means for processing and at the time of

the processing itself, implement appropriate

technical and organisational measures @and
procedures in such a way that the processing

will meet the requirements of this Regulati
and ensure the protection of the rights of
data subject.

n
the

Addition :
New obligation to “implement technical ar

organisational measures and procedureésj..

=

Art.23.2 The controller shall implemer
mechanisms for ensuring that, by defa

'!No equivalent
ult,

only those personal data are processed which

are necessary for each specific purpose o
processing and are especially not collecte
retained beyond the minimum necessary
those purposes, both in terms of the amc
of the data and the time of their storage
particular, those mechanisms shall ens
that by default personal data are not m
accessible to an indefinite number
individuals.

the
d or
for
unt
In

ure
ade
of

d
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Art.23.3 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
specifying any further criteria  an

in
of
d

requirements for appropriate measures jand

mechanisms referred to in paragraph 1 an

d 2,

in particular for data protection by design
requirements applicable across sectprs,

products and services.

Art.23.4 The Commission may lay dow
technical standards for the requirements
down in paragraph 1 and 2. Thao
implementing acts shall be adopted
accordance with the examination proced
referred to in Article 87(2).

n
aid
se
in
ure

Joint controllers

Art.24 Where a controller determines t
purposes, conditions and means of

processing of personal data jointly w
others, the joint controllers shall determ
their  respective responsibilities  f
compliance with the obligations under tl
Regulation, in particular as regards 1
procedures and mechanisms for exercis
the rights of the data subject, by means o
arrangement between them

he
the
th
ne
o
Nis
he
5ing
fan

Necessary repartition of responsibilities
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Representatives  of  controllers  not
established in the Union

Art.25.1 In the situation referred to in ArticlleNO equivalent
a

3(2), the controller shall designate
representative in the Union.

Obligation to have a representative in Union

Art.25.2 This obligation shall not apply to :
(a)a controller established in a third coun
where the Commission has decided that
third country ensures an adequate leve
protection in accordance with Article 41; of
(b)an enterprise employinfgwer than 250
persons or

(c) a public authority or body; or

(d) a controller offering only occasionally
goods or services to data subjects residin
in the Union.

try
the

g

Important  restriction to enterprise
employing fewer than 250 persons

Art.25.3 The representative shall |

"o equivalent

established in one of those Member States

where the data subjects whose personal
are processed in relation to the offer
goods or services to them, or whg
behaviour is monitored, reside.

data

ng
se

New
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Art.25.4 The designation of a representat
by the controller shall be without prejudice

Qo equivalent
to

legal actions which could be initiated against

the controller itself.

Processor

Art.26.1 Where a processing operation is
be carried out on behalf of a controller, {
controller shall choose a processor provid
sufficient  guarantees to  impleme

to
he
ing
nt

appropriate technical and organisatiopal

measures and procedures in such a way
the processing will meet the requirements
this Regulation and ensure the protectior
the rights of the data subject in particular
respect of the technical security measl
and organizational measures governing

that
of
of
in
res
the

processing to be carried out and shall ensure

compliance with those measures.

New




Page 56 sur 155

Art.26.2 The carrying out of processing by a
processor shall be governed by a contract or
other legal act binding the processor to the
controller and stipulating in particular that
the processor shall:
(@) act only on instructions from the
controller, in particular, where the transfer|of
the personal data used is prohibited, unless
the processor is so instructed by the
controller;

(b) employ only staff who have committed
themselves to confidentiality or are under a
statutory obligation of confidentiality;
(c) take all required measures pursuant to
Article 30;
(d) enlist another processor only with the
prior permission of the controller

(e) insofar as this is possible given the nature
of the processing, create in agreement with
the controller the necessary technical and
organisational requirements for the fulfilment
of the controller’s obligation to respond to
requests for exercising the data subject’s
rights laid down in Chapter lll;

() assist the controller in ensuring
compliance with the obligations pursuant|to
Articles 30 to 34;

(g) hand over all results to the controller aiter
the end of the processing and not process the
personal data otherwise;
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(h) make available to the controller and

supervisory authority all information

necessary to control compliance with f{
obligations laid down in this Article.

he

he

Art.26.3 The controller and the processor New
shall document in writing the controller's

instructions and the processor's obligatipns

referred to in paragraph 2.

Art.26.4 If a processor processes persanal New

data other than as instructed by
controller, the processor shall be conside
to be a controller in respect of that process
and shall be subject to the rules on jdg
controllers laid down in Article 24.

the
red
ing
int
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Art 26.5 The Commission shall be

empowered to adopt delegated acts| in
accordance with Article 86 for the purpose of
further  specifying the criteria and

requirements for the responsibilities, duties
and tasks in relation to a processor in line
with paragraph 1, and conditions which
allow facilitating the processing of personal
data within a group of undertakings, |in
particular for the purposes of control and
reporting.

New

Processing under the authority of the
controller and processor

Art.27 The processor and any person acting
under the authority of the controller or of the
processor who has access to personal |data
shall not process them except on instructions
from the controller, unless required to do|so
by Union or Member State law.

New

Documentation

Art.28.1 Each controller and processor and,
if any, the controller's representative, shall
maintain documentation of all processing
operations under its responsibility.

=]

New
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Art.28.2 The documentation shall contain
least the following information:

at

(@) the name and contact details of the

controller, or any joint controller @

processor, and of the representative, if any;

r

(b) the name and contact details of the data

protection officer, if any;
(c) the purposes of the processing, includ
the legitimate interests pursued by
controller where the processing is based
point (f) of Article 6(1);

ing
he
on

(d) a description of categories of data

subjects and of the categories of persc
data relating to them;
(e)the recipients or categories of recipients
the personal data, including the controllers
whom personal data are disclosed for
legitimate interest pursued by them;
(Hwhere applicable, transfers of data tqg
third country or an international organisatic
including the identification of that thir
country or international organisation and,
case of transfers referred to in point (h)
Article  44(1), the documentation
appropriate safeguards;

(9) a general indication of the time limits fi
erasure of the different categories of data;
(h)the description of the mechanisms refer
to in Article 22(3).

nal

5 of
5 to

the

a
N,
d

n
of
Of
or

red

New
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Art.28.3 The controller and the processt)r

and, if any, the controller's representati
shall make the documentation available,
request, to the supervisory authority.

e,
on

New

Art.28.4 The obligations referred to in

paragraphs 1 and 2 shall not apply to
following controllers and processors :

(a) a natural person processing personal
without a commercial interest; or

(b) an enterprise or an organisati
employing fewer than 250 persons that
processing personal data only as an acti
ancillary to its main activities.

the
data
on

is
Vity

New

Art.285 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further  specifying the criteria an
requirements for the documentation refer
to in paragraph 1, to take account of
particular the responsibilities of the control
and the processor and, if any, the controlls
representative.

in
of
d
red
in
er
2I'S

New
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Art.28.6 The Commission may lay dO\/\LI;]
standard forms for the documentation
referred to in paragraph 1. Those
implementing acts shall be adopted |in
accordance with the examination procedure
referred to in Article 87(2).

Co-opération  with  the  supervisory
autority

Art.29.1 The controller and the processor
and, if any, the representative of the
controller, shall
co-operate, on request, with the supervisory
authority in the performance of its duties,|in
particular by providing the information
referred to in point (a) of Article 53(2) and
by granting access as provided in point (b) of
that paragraph.

New
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Art.29.2 In response to the supervisd
authority's exercise of its powers under pq
(b) of

Article 53(2), the controller and the proces
shall reply to the supervisory authority with
a reasonable period to be specified by
supervisory authority. The reply

shall include a description of the measu
taken and the results achieved, in respons
the remarks of the supervisory authority.

ry
Dint

50r
in
the

res
e 1o

New

Section 2 Data security

Security of processing

Art.30.1 The controller and the process
shall implement appropriate technical 3
organisational measures to ensure a leve
security appropriate to the risks represer
by the processing and the nature of
personal data to be protected, having reg
to the state of the art and the costs of t
implementation.

or
nd

2| of
ted
the
jard
neir

New

Art.30.2 The controller and the process
shall, following an evaluation of the riskK
take the measures referred to in paragraj
to protect personal data against accidenta

or
S,

oh 1
il or

unlawful destruction or accidental loss and

fo

New
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prevent any unlawful forms of processing,
particular any unauthorised disclosu
dissemination or access, or alteration
personal data.

in
re,
of

Art.30.3 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying the criteria and conditio

e

in
of
S

for the technical and organisational measures
referred to in paragraphs 1 and 2, including
the determinations of what constitutes the

state of the art, for specific sectors an
specific data processing situations,

in
in

particular taking account of developments in
technology and solutions for privacy-by-

design and data protection by default, un
paragraph 4 applies.

eSS

New

Art.30.4 The Commission may adopt, whe
necessary, implementing acts for specify
the requirements laid down in paragraph
and 2 to various situations, in particular to:
(a) prevent any unauthorised access
personal data;

(b) prevent any unauthorised disclosu
reading, copying, modification, erasure
removal of personal data;

ng
s 1

to

or

(c) ensure the verification of the lawfulng

SS

New
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of processing operations.
Those implementing acts shall be adopted in
accordance with the examination procedure
referred to in Article 87(2).

Notification of a personal data breach to
the supervisory authority

Art.31.1 In the case of a personal data
breach, the controller shall without undue
delay andwhere feasible not later than 24
hours after having become aware of it, the
personal data breach has been established,
notify the personal data breach to the
supervisory authority . The notification to the
supervisory authority shall be accompanjed
by areasoned justificationin cases where |t
is not made within 24 hours.

New

U

Art.31.2 Pursuant to point (f) of Article
26(2), the processor shall alert and inform the
controller immediately after the
establishment of a personal data breach.

New

Art.31.3 The notification referred to in
paragraph 1 must at least:
(a) describe the nature of the personal data
breach including the categories and number
of data subjects concerned and the categories
and number of data records concerned;

New
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(b) communicate the identity and cont
details of the data protection officer or otf
contact point where more information can
obtained;

(c) recommend measures to mitigate
possible adverse effects of the personal
breach;

(d) describe the consequences of the pers
data breach;
(e) describe the measures proposed or t;
by the controller to address the personal (
breach.

ACt
er
be

the
data

onal

aken
Jata

Art.31.4 The controller shall document at
personal data breaches, comprising the f
surrounding the breach, its effects and
remedial action taken. This documentat
must enable the supervisory authority
verify compliance with this Article. Th
documentation shall only include tt
information necessary for that purpose.

ny
acts
the
on
to

[}

ne

New

Art.31.5 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying the criteria an
requirements for establishing the data bre
referred to in paragraphs 1 and 2 and for

e
in
of
d
ach
the

particular circumstances in which a controller
and a processor is required to notify the

New
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personal data breach.

Art.31.6 The Commission may lay down tk
standard format of such notification to t
supervisory authority, the procedur
applicable to the notification requirement g
the form and the modalities for tf
documentation referred to in paragraph
including the time limits for erasure of ti
information  contained therein. Tho
implementing acts shall be adopted
accordance with the examination proced
referred to in Article 87(2).

New

Communication of a personal data breach
to the data subject

Art.32.1 When the personal data breach
likely to adversely affect the protection of t
personal data or privacy of the data subj
the controller shall, after the notificatic
referred to in Article 31, communicate t
personal data breach to the data sub
without undue delay.

New

Art.32.2 The communication to the d

a

subject referred to in paragraph 1 shall

describe the nature of the personal

ata

breach and contain at least the information
and the recommendations provided for| in

New
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points (b) and (c) of Article 31(3).

Art.31.3 The communication of a person
data breach to the data subject shall no
required if the controller demonstrates to
satisfaction of the supervisory authority tf
it has implemented appropriate technolog
protection measures, and that those meas
were applied to the data concerned by
personal data breach. Sudkchnological
protection measures shall render the
unintelligible to any person who is n
authorised to access it.

al

I be
the
nat
cal
ures
the

lata
ot

New

Art.31.4 Without prejudice to the controller
obligation to communicate the personal d

S
ata

breach to the data subject, if the controller

has not already communicated the pers(
data breach to the data subject of the pers
data breach, the supervisory authority, hav
considered the likely adverse effects of
breach, may require it to do so.

pnal
onal
ing
the

New

Art.31.5 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying the criteria an
requirements as to the circumstances

in
of
d

which a personal data breach is likely

to

New
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adversely affect the personal data referre
in paragraph 1.

d to

Art.31.6 The Commission may lay down tk
format of the communication to the da
subject referred to in paragraph 1 and

ne
ta
the

procedures applicable to that communication.

Those implementing acts shall be adopte
accordance with the examination proced
referred to in Article 87(2).

1 in
ure

New

Section 3 Data protection impact
assessment and prior authorisation

Data protection impact assessment

Art.33.1 Where processing operations on
protection of personal data where thg
processing operations are likely to pres
specific risks to the rights and freedoms
data subjects by virtue of their nature, th
scope or their purposes, the controller or
processor acting on the controller's beh
shall carry out an assessment of the impac
the envisaged processing operations on
protection of personal data.

the
DSe
ent
of
eir
the
alf
ot of
the

New

Art.33.2 The following  processing
operations in particular present specific ris
referred to in paragraph 1:

)
s5ks

(a) a systematic and extensive evaluatior

1 of

New
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personal aspects relating to a natural pe
or for analysing or predicting in particular t
natural  person's, economic situati
location, health, personal preferenc
reliability or behaviour, which is based
automated processing and on wh
measures are based that produce legal ef
concerning the individual or significant
affect the individual;

r'son
he
DN,
es,
DN
ch
fects

y

(b) information on sex life, health, race and

ethnic origin or for the provision of heal
care, epidemiological researches, or sury
of mental or infectious diseases, where
data are processed for taking measure
decisions regarding specific individuals of
large scale;

(c) monitoring publicly accessible area
especially when using optic-electror
devices (video surveillance) on a large sca
(d) personal data in large scale filing syste
on children, genetic data or

biometric data;

(e) other processing operations for which
consultation of the supervisory authority
required pursuant to point (b) of Artic
34(2)

th
eys
the
5 or
1 a

1S,
ic
le;
ms

the
is
e

Art.33.3 The assessment shall contain
least a general description of the envisa

at
ged

processing operations, an assessment 0

[ the

New
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risks to the rights and freedoms of data
subjects, the measures envisaged to address

the risks, safeguards, security measures
mechanisms to ensure the protection

and
of

personal data and to demonstrate compliance
with this Regulation, taking into account the
rights and legitimate interests of data subjects

and other persons concerned.

Art.33.4 The controller shall seek the views

of data subjects or their representatives
the intended processing, without prejudice
the protection of commercial or pubg!
interests or the security of the proces
operations.

on
to

ic

ing

Art.33.5 Where the controller is a publ
authority or body and where the process
results from a legal obligation pursuant

point (c) of Article 6(1) providing for rules

c
ing
to

and procedures pertaining to the processing

operations and regulated by Union I3

W,

paragraphs 1 to 4 shall not apply, unless

Member States deem it necessary to carry

out

such assessment prior to the processing

activities.

New

Art.336 The Commission shall b
empowered to adopt delegated acts

New
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accordance with Article 86 for the purposeLof
further specifying the criteria and conditions
for the processing operations likely to present
specific risks referred to in paragraphs 1 and
2 and the requirements for the assessment
referred to in paragraph 3, including
conditions for scalability, verification and
auditability. In doing so, the Commission
shall consider specific measures for migro,
small and medium enterprises.

Art.33.7 The Commission may specity

standards and procedures for carrying |out
and verifying and auditing the assessment
referred to in paragraph 3. Those
implementing acts shall be adopted |in
accordance with the examination procedure
referred to in Article 87(2).

New

Prior authorisation and prior consultation

Art.34.1 The controller or the processor jas
the case may be shall obtain an authorisation
from the supervisory authority prior to the
processing of personal data, in order| to
ensure the compliance of the intended
processing with this Regulation and |in
particular to mitigate the risks involved for
the data subjects where a controller|or
processor adopts contractual clauses| as

New
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provided for in point (d) of Article 42(2) g
does not provide for the appropria
safeguards in a legally binding instrument
referred to in Article 42(5) for the transfer

r

\te
as

of

personal data to a third country or [an

international organisation.

Art.34.2 The controller or processor acting the precision “acting on the controller’s
on the controller’s behalf shall consult the behalf” seems characteristic of the
supervisory authority prior to the processing regulation because we can see this words at

of personal data in order to ensure
compliance of the intended processing w
this Regulation and in particular to mitige
the risks involved for the data subje
where:

the
ith
ite
Cts

(a) a data protection impact assessment as

provided for in Article 33 indicates th
processing operations are by virtue of th
nature, their scope or their

purposes, likely to present a high degree
specific risks; or

(b) the supervisory authority deems
necessary to carry out a prior consultation
processing operations that are likely

present specific risks to the rights and

freedoms of data subjects by virtue of th
nature, their scope and/or their purposes,
specified according to paragraph 4

At
eir
> Of
it
on

to

eir
and

multiple places
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Art.34.3 Where the supervisory authority
of the opinion that the intended process
does not comply with this Regulation,

particular where risks are insufficient
identified or mitigated, it shall prohibit th
intended processing and make appropr
proposals to remedy such incompliance.

is
ing
in
ly
e
iate

New

Art.34.4 The supervisory authority shall

establish and make public a list of t
processing operations which are subject
prior consultation pursuant to point (b)
paragraph

2. The supervisory authority shg
communicate those lists to the Europe
Data Protection Board.

he
to
of

all
ban

New

Art.34.5 Where the list provided for i

n

paragraph 4 involves processing activities
which are related to the offering of goods and
services to data subjects in several Member
States, or to the monitoring of their

behaviour, or may substantially affect the

free movement of personal data within
Union, the supervisory authority shall apy
the consistency mechanism referred to
Article 57 prior to the adoption of the list.

he

ly
in

New

Art.34.6 The controller or processor sh

New
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provide the supervisory authority with t
data protection impact assessment provi
for in Article 33 and, on request, with a

other information to allow the supervisary

authority to make an assessment of

compliance of the processing and

particular of the risks for the protection
personal data of the data subject and of
related safeguards.

ne
ded

ny

the
in

of
the

Art.34.7 Member States shall consult t
supervisory authority in the preparation o
legislative measure to be adopted by

he
fa
the

national parliament or of a measure based on

such a legislative measure, which defines

the

nature of the processing, in order to ensure
the compliance of the intended processing

with this Regulation and in particular

mitigate the risks involved for the data

subjects.

o

New

Art.34.8 The Commission shall be

empowered to adopt delegated acts
accordance with

Article 86 for the purpose of further

specifying the criteria and requirements
determining the high degree of specific r
referred to in point (a) of paragraph 2.

New
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Art.34.9 The Commission may set o
standard forms and procedures for p
authorisations and consultations referred
in paragraphs 1 and 2, and standard fo
and procedures for informing the supervis
authorities pursuant to paragraph 6. Th
implementing acts shall be adopted
accordance with the examination proced
referred to in Article 87(2).

ut
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rms
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New

Section 4 Data Protection Officer

Designation of the data protection officer

Art.35.1The controller and the process
shall designate a data protection officer
any case where:

(a) the processing is carried out by a pu
authority or body; or

(b) the processing is carried out by

enterprise employing more than 250 persons

or more; or
(c) the core activities of the controller or t
processor consist of processing
operations which, by virtue of their natu
their scope and/or their purposes,

require regular and systematic monitoring
data subjects;

Of Art.29.1 A Working Party on the
IN Protection of Individuals with regard to
~the Processing of Personal Datal
lichereinafter referred to as ‘the Working

Party', is hereby set up.

an .
It shall have advisory status and ac

(@)

independently.

he

See also article 18
e

of

The role is precise, guarantees

independence are brought, we empha
the companies / administrations which W
' have to resort to this DPO

of
Size
ill

Art.35.2 In the case referred to in point (b)

of

New
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paragraph 1, a group of undertakings n
appoint a single data protection officer.

nay

Art.35.3 Where the controller or the

processor is a public authority or body, 1
data protection officer may be designated
several of its entities, taking account of {
organisational structure of the pub
authority or body.

he
for
he
ic

New

Art.35.4In cases other than those referred
in paragraph 1, the controller or processo
associations and other bodies represen
categories of controllers or processors 1
designate a data protection officer.

to
[ or
ting
hay

New

Art.35.5 The controller or processor sh
designate the data protection officer on
basis of professional qualities and,

particular, expert knowledge of dad
protection law and practices and ability
fulfil the tasks referred to in Article 37. Tk
necessary level of expert knowledge shal
determined in particular according to the d

all
the
in
ta
to
e
be
ata

processing carried out and the protection

required for the personal data processed
the controller or the processor.

by

New

Art.35.6 The controller or the processor sh
ensure that any other professional duties

all
5 of

the data protection officer are compati

Dle

New
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with the person's tasks and duties as
protection officer and do not result in
conflict of interests.

lata
a

Art.35.7 The controller or the processor sh
designate a data protection officer for
period of at least two years. The d
protection officer may be reappointed 1
further terms. During their term of office, tf
data protection officer may only &
dismissed, if the data protection officer
longer fulfils the conditions required for t
performance of their duties.

all

ata
or
ne
e

ne

New

Art.35.8 The data protection officer may |
employed by the controller or processor,

e
or

fulfil his or her tasks on the basis of a service

contract.

New

Art.35.9 The controller or the processor sh
communicate the name and contact detalil
the data protection officer to the supervis
authority and to the public.

all
s of

Dry

New

Art.35.10 Data subjects shall have the rig
to contact the data protection officer on
issues related to the processing of the
subject’s data and to request exercising

jht
all
Jata
the

rights under this Regulation.

New
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Art.35.11 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying the criteria an
requirements for the core activities of {
controller or the processor referred to in p¢
(c) of paragraph 1 and the criteria for 1
professional qualities of the data protect
officer referred to in paragraph 5.

e
in
of
d
he
int
he
on

New

Position of the data protection officer

Art.36.1 The controller or the processor sh
ensure that the data protection officer
properly and in a timely manner involved
all issues which relate to the protection
personal data.

all

n
of

New

Art.36.2 The controller or processor sh
ensure that the data protection oOffic
performs the duties and tasks independe
and does not receive any instructions
regards the exercise of the function. The ¢
protection officer shall directly report to t
management of the controller or t
processor.

all
cer
ntly
as
lata
e
he

New
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Art.36.3 The controller or the processor shall

support the data protection officer
performing

in

the tasks and shall provide staff, premises,

equipment and any other resources neces

to carry out the duties and tasks referred t
Article 37.

sary
D in

New

Tasks of the data protection officer

Art.37.1 The controller or the processor shall

entrust the data protection officer at le
with the following tasks:

ast

(a) to inform and advise the controller or the

processor of their obligations

pursuant to this Regulation and to document

this activity and the responses received;

(b) to monitor the implementation and

application of the policies of the controller
processor in relation to the protection

or
of

personal data, including the assignment of

responsibilities, the training of staff involved

in the processing
operations, and the related audits;

(c) to monitor the implementation and

application of this Regulation, in particular

as to the requirements related to data

protection by design, data protection

by

default and data security and to the

information of data subjects and their

New
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requests in exercising their rights under this
Regulation;

(d) to ensure that the documentation refefred
to in Article 28 is maintained;

(e) to monitor the documentation,

notification and communication of personal

data breaches pursuant to Articles 31 and [32;
() to monitor the performance of the data
protection impact assessment by the
controller or processor and the applicatjon
for prior authorisation or prior consultation,
if required pursuant Articles 33 and 34,
(g) to monitor the response to requests from
the supervisory authority , and, within the
sphere of the data protection officer's
competence, co-operating with the
supervisory authority at the latter's request or
on the data protection officer's own
initiative;
(h) to act as the contact point for the
supervisory authority on issues related to |the
processing and consult with the supervisory
authority, if appropriate, on his/her own
initiative.

Art.37.2 The Commission shall be
empowered to adopt delegated acts| in
accordance with Article 86 for the purpose of
further specifying the criteria and
requirements for tasks, certification, status,
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powers and resources of the data proteg
officer referred to in paragraph 1.

tion

Section 5 Codes of conduct

certification

an

Codes of conduct

Art.38.1 The Member States, the supervis
authorities and the Commission
encourage the drawing up of codes
conduct intended to contribute to the pro
application of this Regulation, taking accol
of the specific features of the various d
processing sectors, in particular in relat
to:

(a) fair and transparent data processing;
(b) the collection of data;

(c) the information of the public and of da
subjects;

(d) requests of data subjects in exercise
their rights

(e) information and protection of children;
(H transfer of data to third countries
international organisations;

(g) mechanisms for monitoring and ensur
compliance with the code by the controll¢
adherent to it;
(h) out-of-court proceedings and oth
dispute resolution procedures for resolv

shagt

DIN1t.27.1 The Member States and the
ommission shall encourage the drawing
Qb of codes of conduct intended to
PEbntribute to the proper implementation of
Mhe national provisions adopted by the
Bfdember States pursuant to this Directive
GQHking account of the specific features o
the various sectors.

ita

» of

or

ng
IS

er
ng

disputes between controllers and d

Addition of codes of conduct ar
Jcertification that have to contain sor
information.

f

d

ata
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subjects with respect to the processing
personal data, without prejudice to the rig
of the data subjects pursuant to Articles
and 75.

L

of
ts
73

Art.38.2 Associations and other bodi
representing categories of controllers
processors in one Member State which int
to draw up codes of conduct or to amenc
extend existing codes of conduct may sub
them to an opinion of the supervisa
authority in that Member State. TI
supervisory authority may give an opini

whether the draft code of conduct or the

amendment is in compliance with th

Regulation. The supervisory authority sha)|,

seek the views of data subjects or th
representatives on these drafts.

BArt.27.2 Member States shall make
@rovision for trade associations and othe
eBEdies representing other categories d
Ebntrollers which have drawn up draft
NWhtional codes or which have the intentior
'¥f amending or extending existing nationa
'®@odes to be able to submit them to th
DBpinion of the national authority. Member
'States shall make provision for this
lAuthority to ascertain, among other things
vhether the drafts submitted to it are in
&tcordance with the national provisions
adopted pursuant to this Directive. If it see
fit, the authority shall seek the views of
data subjects or their representatives.

Without modification

r

=

N

D

"2

Art.38.3 Associations and other bodi
representing categories of controllers
several Member States may submit d
codes of conduct and amendments
extensions to existing codes of conduct to
Commission.

(1%

S
in
raft
or
the

New

Art.38.4 The Commission may ado

PIArt.27.3Draft  Community codes, and

implementing acts for deciding that the co(

l@$nendments or extensions to existin

New
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of conduct and amendments or extensionsGommunity codes, may be submitted to th

E

existing codes of conduct submitted to| Working Party referred to in Article 29.

pursuant to paragraph 3 have general vali
within the union. Those implementing ac
shall be adopted in accordance with
examination procedure set out in Artig
87(2).

D

this Working Party shall determine, among
ctather things, whether the drafts submitte
the it are in accordance with the nationa
lprovisions  adopted pursuant to this
Directive. If it sees fit, the authority shall
seek the views of data subjects or their
representatives.

Art.38.5 The Commission shall ensu
appropriate publicity for the codes whi

have been decided as having general valid:

in accordance with paragraph 4.

fArt.27.3 The Commission may ensure

3'&ppropriate publicity for the codes which
dve been approved by the Working Party

“May” became “shall” the Commissio
ensures the publicity of these codes.

Certification

Art.39.1 The Member States and t
Commission shall encourage, in particula
European level, the establishment of d
protection certification mechanisms and
data protection seals and marks, allow
data subjects to quickly assess the leve
data protection provided by controllers 3
processors. The data protection certificati
mechanisms shall contribute to the pro
application of this Regulation, taking accol
of the specific features of the various sect
and different processing operations.

ne
at
ata
of
ing
| of
nd
ONS
per
Int
ors

New
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Art.39.2 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further  specifying the criteria an
requirements for the data protecti
certification mechanisms referred to
paragraph 1, including conditions fi
granting, and withdrawal and requireme
for recognition within the Union and in thir
countries.

e
in
of

on
in
or
nts
d

New

Art.39.3 The Commission may lay dow
technical standards for  certificatic
mechanisms and data protection seals
marks and mechanisms to promote i
recognize certification mechanisms and d
protection seals and marks. Thd
implementing acts shall be adopted
accordance with the examination proced
set out in Article 87(2).

N
and
and
ata
se
in

New

Chapter V Transfer of personal data to
third countries or international
organisations

General principles for transfers

Art.40 Any transfer of personal data whi
are undergoing processing or are intendeg
processing after transfer to a third country

CI\rt.25.1 The Member States shall provide
{RBt the transfer to a third country of
Bersonal data which are undergoing

to an international organisation may of

"Mrocessing or are intended for processing

More or less the same but precision
controller and processor missions

of
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take place if subject to the other previsions
this Regulation the conditions laid down
this Chapter are complied with by t

5 after transfer may take place only if,
iwvithout prejudice to compliance with the
haational provisions adopted pursuant to th

controller and processor, including foother provisions of this Directive, the third
onward transfers of personal data from thimbuntry in question ensures an adequate
country or an international organisation |tevel of protection.

another third country or to another

international organisation.

Transfers with an adequacy decision

Art.41.1 A transfer may take place where the New

Commission has decided that the third

country, or a territory or a processing sector

within that third country, or the international

organisation in question ensures an adeq
level of protectionSuch transfer shall not
require any further authorisation.

uate

Art.41.2 When assessing the adequacy of
level of protection the Commission shall gi
consideration to the following elements :
() the rule of law, relevant legislation
force, both general and sectoral, includ
concerning public security, defence, natio

rules and security measures which
complied with in that country or by th
international organisation; as well

e

security and criminal law the professiong,

tA¢t.25.2 The adequacy of the level of
VBrotection afforded by a third country shall
‘be assessed in the light of all the
IRircumstances surrounding a data transf
eration or set of data transfer operation:s
rticular consideration shall be given tg
e nature of the data, the purpose an
@ration of the proposed processing
abperation or operations, the country o
@8rigin and country of final destination, the

N

effective and enforceable rights includi

NElles of law, both general and sectoral, if

- Addition of a condition of existence of
body of protection in the third count
where will be sent the data
» Modification of what the Commission h
sio consider when it verifies the level
adequacy of data protection.
¢ do not touch just the European but also
Jdata subjects "residing in the Union"

[

L

Yy

AS
of

the
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effective administrative and judicial redre
for data subjects, in particular for those d
subjects residing in
personal data are being transferred,

(b) the existence and effective functioning

f?r (b)No equivalent
0

one or more independent supervispry
authorities in the third country or
international  organisation in  questipn

responsible for ensuring compliance with
data protection rules, for

the

assisting and

advising the data subjects in exercising their

rights and for
supervisory authorities of the Union and
Member States; and

(c) the international commitments the th
country or international organisation
guestion has entered into.

co-operation with the

of

rd
in

dorce in the third country in question and
atlae professional rules and security measures
the Union whosehich are complied with in that country.

Art.41.3 The Commission may decide tha

sector within that third country, or &
international  organisation  ensures

adequate level of protection within t
meaning of paragraph 2. Those implemen
acts shall be adopted in accordance with
examination procedure referred to in Arti
87(2).

théhe international

commitments

i ) _t aArt.25.6 The Commission may find, in
third country, or a territory or a processing accordance with the procedure referred
N in Article 31 (2), that a third country
aNensures an adequate level of protection
€ within the meaning of paragraph 2 of thjs
INArticle, by reason of its domestic law or of

it

e entered into, particularly upon conclusign
of the negotiations referred to in paragraph
5, for the protection of the private lives and
basic freedoms and rights of individuals.

Little modification by addition of *“g
erritory or a processing sector within th
third country”

hds

|
nat
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Art.41.4 The implementing act shall specify
its geographical and sectoral application, and,
where applicable, identify the supervisaory
authority mentioned in point (b) of paragraph
2.

Art.41.5 The Commission may decide that Art 25 4 Where the Commission finds,

third country, or a territory or a processingnder the procedure provided for in Articlel
sector within that third country, or arsj (2), that a third country does not ensur
international organisation does not ensure a8 adequate level of protection within the
adequate level of protection within t fheaning of paragraph 2 of this Article,
meaning of paragraph 2 of this Article, lifjember States shall take the measure
particular in cases where the relevagkcessary to prevent any transfer of data

legislation, both general and sectoral, in forgge same type to the third country in
in the third country or international question

organisation, does not guarantee effective
and enforceable rights including effective
administrative and judicial redress for data
subjects, in particular for those data subjects
residing in Union whose personal data gre
being transferred. Those implementing acts
shall be adopted in accordance with the
examination procedure referred to in Article
87(2), or, in cases of extreme urgency [for
individuals with respect to their right to

personal data protection, in accordance with
the procedure referred to in Article 87(3).

Just a part of a country: “a territory or
cprocessing sector” can be seen as

, ensuring an adequate level of protection.
-Addition of “residing in Union”

S

Of

Art.41.6 Where the Commission decid

New

not
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pursuant to paragraph 5, any transfer
personal data to the third country, or

of
a

territory or a processing sector within that

third country, or the international

organisation in question shall be prohibited,

without prejudice to Articles 42 to 44. At the

appropriate time, the Commission shall enter

into consultations with the third country pr
international organisation with a view o

remedying the situation resulting from the

Decision made pursuant to paragraph 5
this Article.

of

Art.41.7 The Commission shall publish

the Official Journal of the European Union a
list of those third countries, territories a
processing sectors within a third country 3
international organisations where it h
decided that an adequate level of protec
is or is not ensured.

nd
and
as
tion

New :

A list of thirs countries where it has decid
that an adequate level of protection is o
not ensured will be published in Offici
Journal of The European Union.

ed
ris

Art.41.8 Decisions adopted by th
Commission on the basis of Article 25(6)
Article 26 (4) of directive 95/46/EC sha
remain in force, until amended, replaced
repealed by the Commission.

e

or

1
or

New

Transfers by way of appropriate

safeguards
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Art.42.1 Where the Commission has tak
no decision pursuant to Article 41,

controller or processor may transfer persa
data to a third country or an internatiof
organisation only if the controller ¢
processor has adduced appropr
safeguards with respect to the protection
personal data in a legally binding instrume

en
a
nal
nal
Dr
ate
of
nt.

New

Art.42.2These appropriate safeguat
referred to in paragraph 1 shall be provig
for in particular , by:

(a) binding corporate rules in accordar
with Article 43; or

(b) Standard data protection clauses ado
by the Commission. Those

implementing acts shall be adopted
accordance with the examination
procedure referred to in Article 87(2); or
(c) standard data protection clauses ado
by a supervisory authority in

accordance with the consistency mechan
referred to in Article 57 when declars
generally valid by the Commission pursu
to point (b) of Article 62(1); or

(d) contractual clauses between the contrg
or processor and the recipient of the d
authorised by a supervisory authority
accordance with paragraph 4.

ds
led

ice

pnted

in

pted

ism
>d
ant

ller
ata
in

«in particular » mean that you can m
others

eet




Page 90 sur 155

Art.42.3 A transfer based on standard d
protection clauses or binding corporate ru
as referred to in points (a), (b) or (c)
paragraph 2 shall not require any furtt
authorisation.

ata

ner

les
of

New

Art.42.4 Where a transfer is based
of paragraph 2 of this Article the controll
or processor shall obtain prior authorisat
of the contractual clauses according to p
(@) of Article 34(1)from the superviso
authority. If the transfer is related
processing activities which concern d
subjects in another Member State or of
Member States, or substantially affect
free movement of personal data within
Union, the supervisory authority shall apy
the consistency mechanism referred to
Article 57.

: I DPArt.26.2 Without prejudice to paragraph 1,
contractual clauses as referred to in point| (g

€& set of transfers of personal data to a thi nt (e
Pduntry which does not ensure an adequateind another obligation when the transfer

Diglel of protection within the meaning of| élated o processing activities whi
YArticle 25 (2), where the controller adduces concern data subjects in another Mem
[Qdequate safeguards with respect to t
Aldotection of the privacy and fundamenta

New obligation to “obtain  prio
yauthorisation of the contractueal clau

ember State may authorize a transfer ¢

h8§hts and freedoms of individuals and a

hts; such safeguards may in particul

"B}ésult from appropriate contractual clauses
in

trf@gards the exercise of the corresponding

daccording to point (a) of Article 34(1)”

eotate.

r

“is
ch
ber

Art.42.5 Where the appropriate safegua
with respect to the protection of personal d
are not provided for in a legally bindir
instrument, the controller or processor sk
obtain prior authorisation for the transfer,
a set of transfers, or for provisions to
inserted into administrative arrangeme

rds
ata
g
nall
or
be
nts

providing the basis for such transfer. S

ich

You can see here a reference to previ
Directive 95/46/EC

ous
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authorisation by the supervisory authotity
shall be in accordance with point (a) |of
Article 34(1). If the transfer is related to
processing activities which concern data
subjects in another Member State or other

Member States, or substantially affect
free movement of personal data within

the
he

Union, the supervisory authority shall apply

the consistency mechanism referred to

in

Article 57. Authorisations by a supervisary

authority on the basis of Article 26(2)
Directive 95/46/EC shall remain valid, un

of
til

amended, replaced or repealed by that

supervisory authority.

Transfers by way of binding corporate
rules

Art.43.1 A supervisory authority shall i
accordance with the consistency mechan
set out in Article 58 approve bindir
corporate rules, provided that they

(a) are legally binding and apply to and
enforced by every member within t
controller's or processor's group

undertakings, and include their employees|

(b) expressly confer enforceable rights
data subjects;
(c) fulfil the requirements laid down i
paragraph 2.

n
ism
g

are
ne
of

on

n

New

at

Art.43.2 The binding corporate rules shall

Precision of the minimum contents

of
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least specify:
(a) the structure and contact details of {the
group of undertakings and its members;
(b) the data transfers or set of transfers,
including the categories of personal data,|the
type of processing and its purposes, the type
of data subjects affected and the

identification of the third country ar
countries in question;
(c) their legally binding nature, both
internally and externally;
(d) the general data protection principles| in
particular purpose limitation, data quality,
legal basis for the processing, processin

data security; and the requirements |[for
onward transfers to organisations which
not bound by the policies;

(e) the rights of data subjects and the means
to exercise these rights, including the right
not to be subject to a measure based on
profiling in accordance with Article 20, the
right to lodge a complaint before the
competent supervisory authority and befpre
the competent courts of the Member States in
accordance with Article 75 , and to obtain
redress and, where appropridte,
compensation for a breach of the bind|ng
corporate rules;
() the acceptance by the controller |or

binding corporate rules
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processor established on the territory of a
Member State of liability for any breaches|of
the binding corporate rules by any membef of
the group of undertakings not establishe
the Union; the controller or the processor
may only be exempted from this liability, |n

whole or in part, if he proves that that
member is not responsible for the event
giving rise to the damage,;
(@) how the information on the binding

corporate rules, in particular on the

provisions referred to in points (d), (e) and|(f)

is provided to the data subjects in accordance
with Article 11;
(h) the tasks of the data protection officer
designated in accordance with Article 35,
including monitoring within the group
undertakings the compliance with
binding corporate rules, as well
monitoring the training and complaint
handling;
(i) the mechanisms within the group |of
undertakings aiming at ensuring the
verification of compliance with the binding
corporate rules
() the mechanisms for reporting and
recording changes to the policies and
reporting these changes to the supervisory
authority;

(k) the co-operation mechanism with

the
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supervisory authority to ensure compliance
by any member of the group of undertakings,
in particular by making available to the
supervisory authority the results of the
verifications of the measures referred to| in
point (i) of this paragraph.

Art.43.3 The Commission shall be
empowered to adopt delegated acts| in
accordance with Article 86 for the purpose of
further specifying the criteria and
requirements for binding corporate rules
within the meaning of this Article, in
particular as regards the criteria for their
approval, the application of points (b), (d),
(e) and (f) of paragraph 2 to binding
corporate rules adhered to by processors|and
on further necessary requirements to ensure
the protection of personal data of the data
subjects concerned.

New

Art.43.4 The Commission may specify the
format and procedures for the exchange of
information by electronic means between
controllers, processors and supervispry
authorities for binding corporate rules within
the meaning of this Article. Those
implementing acts shall be adopted |in
accordance with the examination procedure

New
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set out in Article 87(2).

Derogations

Art.44.1 In the absence of an adequa
decision pursuant to Article 41 or

appropriate safeguards pursuant to Articlg

42, a transfer or a set of transfers of perst
data to a third country or an internatiof
organisation may take place only
condition that:

(@) the data subject has consented to|tR

proposed transfer, after having be
informed of the risks of such transfers due
the absence of an adequacy decision
appropriate safeguards; or

(b) the transfer is necessary for
performance of a contract between the ¢
subject and the controller or ti

implementation of pre-contractual measuré®plementation of pre-contractual measur

taken at the data subject's request; or
(c) the transfer is necessary for
conclusion or performance of a contr
concluded in the interest of the data sub
between the controller and another natura
legal person; or

(d) the transfer is necessary for import
grounds of public interest, or

(e) the transfer is necessary for

@rt.26.1 By way of derogation from Article
Db5 and save where otherwise provided

mestic law governing particular case
DRgbmber States shall provide that a trans
'3 a set of transfers of personal data to a th
PBountry which does not ensure an adequ
level of protection within the meaning o

Rat:

to . . .

éa) the data subject has given his cons
an :

unambiguously to the proposed transfer; o

he (b) the transfer is necessary for th
igaarformance of a contract between the d
ysubject and the controller or th

taken in response to the data subjec
Hequest; or
act (c) the transfer is necessary for th

e

-(@) if the subject must be hencefo
biylformed there is no more a precision on
Lonsent “unambiguously given”

fakd) withdrawal of “legally required”, only
itge important grounds of public interest

afvoked

f-(h) added ensue from it paragraphs 2 ar

Ricle 25 (2) may take place on conditionr Small precision: the “grounds of pub
interest” Article 44 (d) must be "important|'

ent

e
Aata

es
ot's

e

einclusion or performance of a contr

between the controller and a third party; or

) the transfer is necessary or legall
required on important public interest
ounds, or for the establishment, exercis

establishment, exercise or defence of le

al

ct

| @ncluded in the interest of the data subject

rth
the

are

d 3
ic
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claims; or
(f) the transfer is necessary in order to pro
the vital interests of the data subject or

another person, where the data subject

physically or legally incapable of givin
consent; or

according to Union or Member State law 1y
intended to provide information to the publi

and which is open to

consultation either by the public in general &

by any person who can

demonstrate legitimate interest, to the ex
that the conditions laid down in

Union or Member State law for consultati
are fulfilled in the particular case; or

(h) the transfer is necessary for the purpdg
of the legitimate interests pursued by
controller or the processor, which cannot
gualified as frequent or massive and wh
the controller or processor has assesse
the circumstances surrounding the d
transfer operation or the set of data tran
operations and based on this assessi
adduced appropriate safeguards with res
to the protection of personal data, wh
necessary.

[9e) the transfer is necessary in order t

g(1‘) the transfer is made from a registe

(g9) the transfer is made from a register Wh'é’Hh'Ch according to laws or regulations is

%u filled in the particular case.

olf]

ses
the

ere
1 all
ata
sfer
ment
pect
Bre

or defense of legal claims; or

Bfotect the vital interests of the data
stiject; or

intended to provide information to the
Bublic and which is open to consultation
either by the public in general or by any
rson who can demonstrate legitimat
interest, to the extent that the conditions

td down in law for consultation are

be

D

Art.44.2 A transfer pursuant to point (g)

|}

paragraph 1 shall not involve the entirety

f

New

of
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the personal data or entire categories of|the
personal data contained in the register. When
the register is intended for consultation |by
persons having a legitimate interest, the
transfer shall be made only at the request of
those persons or if they are to be the

recipients.

Art_.44.3 Where the processing is based |qt}t 26 2 Without prejudice to paragraph 1,
point (h) of paragraph 1, the controller |of member State may authorize a transfer (
processor shall give particular consideratigiset of transfers of personal data to a thi
. ntry which does not ensure an adequate
duration of the proposed processingyel of protection within the meaning of
operation or operations, as well as [N&ticle 25 (2), where the controller adduce

to the nature of the data, the purpose

Precision of the particular consideration t
ythe controller shall have for a process

gwith third country.

and adduced appropriate safeguards WHHnts and freedoms of individuals and a

respect to the protection of personal di?%gards the exercise of the corresponding

where necessary.

rights; such safeguards may in particul
result from appropriate contractual clauses

r

hat
ng

Art.44.4 Points (a), (b), (c) and (h) of
paragraph 1 shall not apply to activities
carried out by public authorities in the

exercise of their public powers.

Exception to activities carried out by
public authorities in the exercise of their
public powers.

Art.44.5 The public interest referred to |n
point (d) of paragraph 1 must be recognised

in Union law, or in the law of the Membe
State to which the controller is subject.

New
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Art.44.6 The controller or processor shall

document the assessment as well as
appropriate safeguards adduced referred {

point (h) oh paragraph 1 of this Article in the

the
oin

documentation referred to in Article 28 and

shall inform the supervisory authority of the

transfer.

New

Art.44.7 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose

further specifying “important grounds of
public interest” within the meaning of point

in
of

(d) of paragraph 1 as well as the criteria and
requirments for appropriate safeguards

referred to in point (h) of paragraph 1.

New

International  co-operation  for the
protection of personal data

Art.45.1 In relation to third countries an
international organisations, the Commiss
and supervisory authorities shall ta
appropriate steps to:

(@) develop effective international c
operation mechanisms to facilitate the
enforcement of legislation for the protecti
of personal data;

(b) provide international mutual assistance i

d
on
ke

New
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the enforcement of legislation for the
protection of personal data, includipng

through notification, complaint referrs
investigative assistance and informat

I
on

exchange, subject to appropriate safeguards

for the protection of personal data and ot
fundamental rights and freedoms;

(c) engage relevant stakeholders
discussion and activities aimed at further
international co-operation in the enforcem
of legislation for the protection of persor
data;
(d) Promote the exchange and documentd
of personal data protection legislation 3
practice.

her

in
ng
ent
al

tion
\nd

Art.45.2 For the purposes of paragraph 1,
Commission shall take appropriate steps
advance the relationship with third countr
or international organisations and

particular their supervisory authorities, whg
the Commission has decided that they en

the
to
es
in
Bre
sure

an adequate level of protection within the

meaning of Article 41(3).

New

Chapter VI Independent supervisory
authorities

Section 1 Independent status




Page 100 sur 155

Supervisory authority

Art.46.1 Each Member State shall provi
that one or more public authorities &
responsible for monitoring the application
this Regulation and for contributing to

consistent application throughout the Uni
in order to protect the fundamental rights 3
freedoms of natural persons in relation to
processing of their personal data and
facilitate the free flow of personal data with
the Union. For these purposes,
supervisory authorities shall co-operate W
each other and the Commission.

Uhat one or more public authorities a

Svithin its territory of the provisions adopte
3%5{ the Member States pursuant to th

Mrective.
the

to
in
he
ith

d
i

I@rt.28.1 Each Member State shall provideNew
e
Orfesponsible for monitoring the application

S

Art.46.2 Where in a Member State more th

one supervisory authority are established,

that Member State shall designate
supervisory authority which functions as
single contact point for the effecti
participation of those authorities in t
European Data Protection Board and shal
out the mechanism to ensure compliance
the other authorities with the rules relating
the consistency mechanism referred to
Article 57.

an

the
a
e
ne
set
by
to
in

New

Art.46.3 Each Member State shall notify
the Commission those provisions of its |

to
AW

which it adopts pursuant to this Chapter,

by

New
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the date specified in Article 91(2) at the lat
and, without delay, any
amendment affecting them.

subsequ

est
2Nt

Independence

Art.47.1 The supervisory authority shall achrt 28 1: These authorities shall act wit

with complete independence in exercising
duties and powers entrusted to it.

t'&%mplete independence in
functions entrusted to them.

exercising t

HWithout modification
he

Art.47.2 The members of the supervisa

authority shall, in the performance of th
duties, neither seek nor take instructions
from anybody.

ry
Bir

New

Art.47.3 Members of the superviso
authority shall refrain from any actic
incompatible with their duties and shall n
during their term of office, engage in a
incompatible occupation, whether gainful
not.

oft,

ny
or

New

Art.47.4 Members of the superviso
authority shall behave, after their term
office, with integrity and discretion
regards the acceptance of appointments
benefits.

d

YArt.29.7 Member States shall provide th:
Qhe members and staff of the supervisg
ISauthority, even after their employment h

ed, are to be subject to a duty
professional secrecy with regard
confidential information to which they hav
access.

1tN ew
ry

S

of

0

1)

Art.47.5 Each Member State shall enst

ure

New
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that the supervisory authority is provid

with the adequate human, technical and
financial resources, premises and

infrastructure necessary for the effect

ve

performance of its duties and powers,

including those to be carried out in t

he

context of mutual assistance, co-operation
and participation in the European Data

Protection Board.

Art.47.6 Each Member State shall ensure

that the supervisory authority has its o
staff which shall be appointed by and

VN
be

subject to the direction of the head of the

supervisory authority.

New

Art.47.7 Member States shall ensure that

supervisory authority is subject to financjal
control which shall not affect its

independence. Member States shall en
that the supervisory authority has sepa

the

sure
rate

annual budgets. The budgets shall be made

public.

New

General conditions for the members of the
supervisory authority

Art.48.1 Member States shall provide that

the members of the supervisory autho
must be appointed either by the parliamen

ity
It or

New
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the government of the Member St:
concerned.

ate

Art.48.2 The members shall be chosen fr
persons whose independence is beyond d
and whose experience and skills requirec
perform their duties notably in the area
protection of personal data are demonstrat

Dm
oubt
| to
of
ed.

New

Art.48.3 The duties of a member shall end
the event of the expiry of the term of offig
resignation or compulsory retirement
accordance with paragraph 5.

in
e,
n

New

Art.48.4 A member may be dismissed
deprived of the right to a pension or otf
benefit in its stead by the competent natig
court, if the member no longer fulfils tf
conditions required for the performance
the duties or is guilty of serious misconduc

or
er
nal
e
of

—

How to dismiss or deprive of the right tg
pension a member of the supervis
authority

Art.48.5 Where the term of office expires
the member resigns, the member s
continue to exercise the duties until a n
member is appointed.

hall
ew

Continuity of the office

Rules on the establishment of thg
supervisory authority

\1%4

Art.49 Each Member State shall provide

law within the limits of this Regulation:

New important power for each Memb

Ory

er

State
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(@) the establishment and status of [the
supervisory authority;
(b) the qualifications, experience and skills
required to perform the duties of the
members of the supervisory authority;

(c) the rules and procedures for
appointment of the members of the
supervisory authority, as well the rules |on
actions or occupations incompatible with the
duties of the office;
(d) the duration of the term of the members
of the supervisory authority which shall
no less than four years, except for the fjrst
appointment after entry into force of this

Regulation, part of which may take place for
a shorter period where this is necessary to
protect the independence of the supervisory
authority by means of a staggered
appointment procedure;;
(e) whether the members of the supervi ory
authority shall be eligible for reappointme
(N the regulations and common conditigns
governing the duties of the members and
staff of the supervisory authority;
() the rules and procedures on the
termination of the duties of the members| of
the supervisory authority, including in case
that they no longer fulfil the conditions
required for the performance of their dutjes
or if they are guilty of serious misconduct.
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Profesional secrecy

Art.50 The members and the staff of the
supervisory authority shall be subject, both
during and after their term of office, to a duty
of professional secrecy with regard to any
confidential information which has come (to
their knowledge in the course of the
performance of their official duties.

New

Section 2 Duties and powers

Competence

Art.51.1 Each supervisory authority shall
exercise, on the territory of its own Member
State, the powers conferred on it |in
accordance with this Regulation.

New

Art.51.2 Where the processing of personal
data takes place in the context of the
activities of an establishment of a controller
or a processor in the Union, and the
controller or processor is established in more
than one Member State, the supervisory
authority of the main establishment of the
controller or processor shall be competent|for
the supervision of the processing activities of
the controller or the processor in all Memlber

Addition of new competence for
« supervisory authority of the
establishment

th
mal
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States, without prejudice to the provisions of
Chapter VII of this Regulation.

Art.51.3 The supervisory authority shall npt
be competent to supervise processing
operations of courts acting in their judicjal

Without modification

capacity.

Duties

Art.52.1 The supervisory authority shall: Art.28.4 Each supervisory authority shafiddition of a « reasonable period »
€)) mon_itor and ensure the application of thigar claims lodged by any person, or by| an

Regulation; association  representing  that  person,

(b) hear complaints lodged by any dagncerning the protection of his rights g
subject, or by an association representing thaledoms in regard to the processing

nd
of

data subject in accordance with Article T3ersonal data. The person concerned shall be

investigate, to the extent appropriate, [fgrormed of the outcome of the claim
matter and inform the data subject or

association of the progress and the outc Sooperate with one another to the exte

of the complaint within & reasonable peri necessary for the performance of their duti
in particular if further investigation ar. Y P

coordination with another supervis ry] partlpular by exchanging all usefy
authority is necessary; nformation.

(c) share information with and provide
mutual assistance to other supervispry
authorities and ensure the consistency| of
application and enforcement of this
Regulation;
(d) conduct investigations either on its own

g.28.6 The supervisory authorities shall

2Nt
S,

D

initiative or on the basis of a complaint or jon
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request of another supervisory authority,

nd

inform the data subject concerned, if the data
subject has addressed a complaint to [this
supervisory authority, of the outcome of the

investigations within a reasonable period,;

(e) monitor relevant developments, insofalr
they have an impact on the protection
personal data, in particular the developm
of information and  communicatio
technologies and commercial practices;
(f) be consulted by Member State institutig

as

of
ent
n

ns

and bodies on legislative and administrative

measures relating to the protection
individuals' rights and freedoms with rega
to the processing of personal data;

(g) authorise and be consulted on
processing operations referred to in Arti
34,

(h) issue an opinion on the draft codes
conduct pursuant to Article 38(2);

(i) approve binding corporate rules pursu
to Article 43;

() Participate in the activities of th
European Data Protection Board.

of
ird

the
cle

of

ant

e

Art.52.2 Each supervisory authority sh:
promote the awareness of the public on ris

all
5ks,

rules, safeguards and rights in relation to

the

addressed specifically to children shall

processing of personal data. ActiviEJes

New duty to promote
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receive specific attention.

Art.52.3 The supervisory authority sha
upon request, advise any data subject
exercising the rights under this Regulat
and, if appropriate, co-operate with
supervisory authorities in other Memb
States to this end.

on
he
er

New

Art.52.4 For complaints referred to in poi
(b) of paragraph 1, the supervisory autho
shall provide a complaint submission for,
which can be completed electronical
without excluding other means
communication.

Nt
rity
m,

ly,
Of

New

Art.52.5 The performance of the duties
the supervisory authority shall be free
charge for the data subject.

of
of

New

Art.52.6 Where requests are manifes
excessive, in particular due to their repetit
character, the supervisory authority m
charge a fee or not take the action reque
by the data subject. The supervis
authority shall bear the burden of proving
manifestly excessive character of the requ

tly
ive
ay
sted
Dry
he
pst.

New

Powers
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Art.53.1 Each supervisory authority sha
have the power:

(a) to notify the controller or the processor
an alleged breach of the provisions govern
the processing of personal data, and, wti
appropriate, order the controller or t
processor to remedy that breach, in a spe

manner, in order to improve the protection of

the data subject;
(b) to order the controller or the processo

comply with the data subject's requests e.controller, or that of referring the mat.t(_er
exercise the rights provided by tHEat'onal parliaments or other politic
Institutions,

Regulation, including Articles 14 to 17,
(c) to order the controller and the proces
and where applicable, the representative
provide any information relevant for th
performance of its duties;

(d) to ensure the compliance with pr
authorisations and prior
referred to in Article 34,

(e) to warn or admonish the controller or {
processor;

() to order the rectification, erasure
destruction of all data when they have bs
processed in breach of the provisions of
Regulation and the notification of su
actions to third parties to whom the data h
been disclosed,;

(g) to impose a temporary or definitive b
on processing;

consultationdecisions by the supervisory authority

all At 28.3

- effective powers of intervention, such
example, that of delivering opiniof

ye! fore processing oper_ations are carried_
Hi accordance with Article 20, and ensuri
- propriate publication of such opinions,

of data, of imposing a temporary or definiti
. ban on processing, of warning or admonish

sor- the power to engage in legal proceedi
» where  the national provisions adopt
\@ursuant to this Directive have been viola
or to bring these violations to the attention
dihe judicial authorities.

which give rise to complaints may be
hgppealed against through the courts.

or
ben
this
ch

ave

an

New powers

AS,
1S
out,
ng
of

dering the blocking, erasure or destruction

ve
ing
to

al

ngs

ed

ted
of
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(h) to suspend data flows to a recipient i
third country or to an internation
organisation;

(i) to issue opinions on any issue related
the protection of personal data;
() to inform the national parliament, tk
government or other political institutions
well as the public on any issue related to
protection of personal data.

N a
al

to
e

as
the

Art.53.2 Each supervisory authority sha
have the investigative power to obtain frg
the controller or the processor:

(a) access to all personal data and to| a

information necessary for the performance
its duties;

(b) access to any of its premises, including %

any data processing equipment and me
where there are reasonable grounds
presuming that an activity in violation of th
Regulation is being carried out there.

The powers referred to in point (b) shall
exercised in conformity with Union law ar
Member State law.

lhrt.28.3 Each authority shall in particular k
'Bndowed with:

- investigative powers, such as powers
access to data forming the subject-matte
processing operations and powers to col
| the information necessary for t
aRg’rformance of its supervisory duties,

for
is

be
nd

yd\rt.28.3 Is replaced by a wider but ma
precise list

of
- of
lect
ne

Art.53.3 Each supervisory authority sh:

have the power to bring violations of thi

Regulation to the attention of the judic
authorites and to engage in leg

al

Without modification

jal
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proceedings, in particular pursuant to Arti
74(4) and Article 75(2).

Cle

Art.53.4 Each supervisory authority sh:
have the power to sanction administrat
offences, in particular those referred to
Article 79(4), (5) and (6).

all
ive
in

New power to sanction administrati

offences

Activity report

Art.54 Each supervisory authority must dra

up an annual report on its activities. Thg

report shall be presented to the natig
parliament and shall be made be availabl
the public, the Commission and the Europ
Data Protection Board.

MKrt.28.5 Each supervisory authority shall
aw up a report on its activities at regula
ri?‘cervals. The report shall be made public.

2 t0

pan

r

Without significant modification

Chapter VII Co-operation and consistency

Section 1 Co-operation

Mutual assistance

Art.55.1 Supervisory authorities sh
provide each other relevant information
mutual assistance in order to implement
apply this Regulation in a consistent manr
and shall put in place measures for effec

p
d
d

co-operation with one another. Mutu
assistance shall cover, in particul
information  requests and  supervisg

measures, such as requests to carry out

1l
iInd
and
ner,
ive
al
ar,

Dry
prior

New
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authorisations and consultations, inspecti

ons

prompt information on the opening of cases
and ensuing developments where data
subjects in several Member States are likely

to be affected by processing operations.

Art.55.2 Each supervisory authority shall

take all appropriate measures required
reply to the request of another supervis

to
ory

authority without delay and no later than gne
month after having received the request.

Such measures may include, in particular,

the

transmission of relevant information on the

course of an investigation or enforcem

ent

measures to bring about the cessation or
prohibition of processing operations contrary

to this Regulation.

New extension of month to answer a requ
of another supervisory authorities

Art.55.3 The request for assistance shall

contain all the necessary information,
including the purpose of the request and

reasons for the request. Informati
exchanged shall be used only in respec
the matter for which it was requested.

on
t of

New

Art.55.4 A supervisory authority to which

request for assistance is addressed may not

refuse to comply with it unless:
(a) it is not competent for the request; or

New

est
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(b) compliance with the request would be
incompatible with the provisions of this
Regulation.

Art.55.5 The requested supervisory authority
shall inform the requesting supervisary
authority of the results or, as the case may be,
of the progress or the measures taken in arder
to meet the request by the requesting
supervisory authority.

New

Art.55.6 Supervisory authorities shall supply
the information requested by other
supervisory authorities by electronic means
and within the shortest possible period| of
time, using a standardised format.

New

Art.55.7 No fee shall be charged for any
action taken following a request for mutyal
assistance.

New

Art.55.8 Where a supervisory authority does
not act within one month on request |of
another supervisory authority, the requesting
supervisory authorities shall be competent to
take a provisional measure on the territory of
its Member State in accordance with Article
51(1) and shall submit the matter to the
European Data Protection Board [in
accordance with the procedure referred to in

New
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Article 57.

Art.55.9 The supervisory authority sha
specify the period of validity of sug
provisional measure. This period shall |
exceed three months. The supervis
authority shall, without delay, communice
those measures, with full reasons, to
European Data Protection Board and to
Commission.

l
h
not

ory
ite

the
the

New

Art.55.10 The Commission may specify th

ne

format and procedures for mutual assistance

referred to in this article and tf
arrangements for the exchange
information by electronic means betwe
supervisory  authorities, and betwe
supervisory authorities and the Europe
Data Protection Board, in particular t
standardised format referred to in paragr
6. Those implementing acts shall be adoq
in accordance with the examinati
procedure referred to in Article 87(2).

e
of
en
en
pan

aph
ted

New

Joint operations of supervisory authorities

Art.56.1 In order to step up co-operation and

mutual assistance, the supervisory author
shall carry out joint investigate tasks, jo
enforcement measures and other ¢

ties
nt
DiNt

operations in which designated members

or

New
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staff from other Member States' supervispry

are involved.

Art.56.2 In cases where data subjects
several Member States are likely to
affected by processing operations,

in
be
a

supervisory authority of each of those

Member States shall have the right
participate in the joint investigative tasks
joint operations, as appropriate. T
competent supervisory authority shall inv
the supervisory authority of each of thg

to
or
he

ite
se

Member States to take part in the respective
joint investigative tasks or joint operations
and respond to the request of a supervisory

authority to participate in the operatio
without delay.

New

Art.56.3 Each supervisory authority may,
a host supervisory authority, in complian
with its own national law, and with th
seconding supervisory authority
authorisation, confer executive powe
including investigate tasks on the second
supervisory authority’s members or st
involved in joint operations or, in so far
the host supervisory authority’s law perm
allow the seconding supervisory authorit
members or staff to exercise their execut

New
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powers in accordance with the seconding
supervisory authority’s law.
Such executive powers may be exercised
only under the guidance and, as a rule, in|the
presence of members or staff from the host
supervisory authority. The secondipg
supervisory authority's members or staff shall
be subject to the host supervisory authority's
national law. The host supervisory authotity
shall assume responsibility
for their actions.

Art.56.4 Supervisory authorities shall lay New
down the practical aspects of specific co-

operation actions.

Art.56.5 Where a supervisory authority does New
not comply within one month with the

obligation laid down in paragraph 2, the

other supervisory authorities shall e

competent to take a provisional measure on

the territory of its Member State |n

accordance with Article 51(1).

Art.56.6 The supervisory authority shall New

specify the period of validity of a provisional
measure referred to in paragraph 5. This
period shall not exceed three months. The
supervisory authority shall, without delgy,
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communicate those measures, with
reasons, to the European Data Protec
Board and to the Commission and sk
submit the matter in the mechanism refer
to in Article 57.

full
tion
nall
red

Section 2 Consistency

Consistency mechanism

Art.57 For the purposes set out in Artig
46(1), the supervisory authorities shall
operate with each other and the Commiss
through the consistency mechanism as se
in this section.

le
CO-
5ion
L out

New

Opinion by the European Data Protection
Board

Art.58.1 Before a supervisory authori
adopts a measure referred to in paragrap
this supervisory authority shall communic:
the draft measure to the European D
Protection Board and the Commission.

y
h 2,

ate
ata

New

Art.58.2 The obligation set out in paragra
1 shall apply to a measure intended
produce legal effects and which:

(a) relates to processing activities which
related to the offering of goods or serviceg
data subjects in several Member State 0
the monitoring of their behaviour; or

Dh
to

are
to
r to

New
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(b) may substantially affect the frg
movement of personal data within the Uni
or

(c) aims at adopting a list of the process
operations subject to prior consultati
pursuant to Article 34(5); or

(d) aims to determine standard d
protection clauses referred to in point (c)
article 42(2); or

(e) aims to authorise contractual clau
referred to in point (d) of Article 42(2); or
() aims to approve binding corporate ru
within the meaning of Article 43.

be
ing
on

ata
of

5€eS

es

Art.58.3 Any supervisory authority or the

European Data Protection Board may reqt

lest

that any matter shall be dealt with in the

consistency mechanism, in particular wher
supervisory authority does not submit a d
measure referred to in paragraph 2 or d
not comply with the obligations for mutu
assistance in accordance with Article 55

for joint operations in accordance with

Article 56.

ea
raft

oes
al
or

New

Art.58.4 In order to ensure correct a
consistent application of this Regulation, 1
Commission may request that any ma

nd
he
tter

shall be dealt with in consisten

2

New
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mechanism.

Art.58.5 Supervisory authorities and the

Commission shall electronical

communicate any relevant informatipn

Yy

including as the case may be a summary of

the facts, the draft measure, and the grot

nds

which make the enactment of such measure

necessary, using a standardised format.

New

Art.58.6 The chair of the European Da
Protection Board shall immediate
electronically inform the members of t
European Data Protection Board and
Commission of any relevant informatic
which has been communicated to it, usin
standardised format. The chair of

European Data Protection Board sh
provide translations of relevant informatig
where necessary.

ta
ly
ne
the
N
a
he
all
n,

New

Art.58.7 The European Data Protecti
Board shall issue an opinion on the matte
the European Data Protection Board
decidesby simple majority of its members
or any supervisory authority or tf
Commission so requests within one we

[, if
SO

e
rek

after the relevant information has begen

New
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provided according to paragraph 5. T|
opinion shall be adopted within one mor
by simple majority of the members of t
European Data Protection Board. The ck
of the European Data Protection Board s
inform, without undue delay, the supervisq
authority referred to, as the case may be
paragraphs 1 and 3, the Commission and
supervisory authority competent ung

Article 51 of the opinion and make it publid.

he
nth
he
nair
nall
Dry

, N
the
er

Art.58.8 The supervisory authority referre
to in paragraph 1 and the supervis
authority competent under Article 51 sh
take account of the opinion of the Europe
Data Protection Board and shall within ty
weeks after the information on the opini
by the chair of the European Data Protect
Board, electronically communicate to t
chair of the European Data Protection Bo

o
Dry
all
pan
VO
on
ion
he
ard

and to the Commission whether it maintajins

or amends its draft measure and, if any,
amended draft measure using a standarg
format.

the
ised

New

Opinion by the Commission

Art.59.1 Within ten weeks after a matter h
been raised under Article 58, or at the la

as
est

within six weeks in the case of Article 61, t

he

New
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Commission may adopt, in order to ensure
correct and consistent application of this
Regulation, an opinion in relation to matters
raised pursuant to Article 58 or 61, or which

should have been communicated.

Art.59.2 Where the Commission has adopted

an opinion in accordance with paragraph
the supervisory authority concerned sk

1,
all

take utmost account of the Commission’s

opinion and inform the Commission and f{
European Data Protection Board whethe

he
rit

intends to maintain or amend its draft

measure.

New

Art.59.3 During the period referred to |
paragraph 1, the draft measure shall nof
adopted by the supervisory authority.

n
be

New

Art.59.4 Where the supervisory authority

concerned intends not to follow the opini
of the Commission, it shall inform th
Commission and the European D
Protection Board thereof within the peri
referred to in paragraph 1 and provide
justification. In this case the draft meas
shall not be adopted for one further month

on
e
ata
Dd
a
ire

New

Suspension of the draft measure
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Art.60.1 Within one month after th
communication referred to in Article 59(4
and where the Commission has seri
doubts as to whether the draft measure we
ensure the correct application of tf
Regulation or would otherwise result in

inconsistent application, the Commissi
may adopt a reasoned decision requiring
supervisory authority to suspend the adop
of the draft measure, taking into account
opinion issued by the European D
Protection Board pursuant to Articles 58
or 61(2), where it appears necessary in 0
to:

(a) reconcile the diverging positions of
supervisory authority and the European D
Protection Board, if this still appears to

possible; or

(b) adopt a measure pursuant to point (&
Article 62(1).

)
DUS
puld
Nis
ts
on
the
ion
the
ata
7)
rder

he
ata
be

of

New

Art.60.2 The Commission shall specify th
duration of the suspension which shall
exceed 12 months .

ne
not

New

Art.60.3 During the periods referred to
paragraph 2, the draft measure shall nof
adopted by the supervisory authority may
adopt the draft measure.

n
be
not

New
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Urgency procedure

Art.61.1 In exceptional circumstances, whe
a supervisory authority considers that ther
an urgent need to act in order to protect
interests of data subjects, in particular wh
the danger exists that the enforcement ¢
right of a data subject could be considera
impeded by means of an alteration of

existing state or for averting maj
disadvantages or for other reasons, by wa
derogation from the procedure referred tg
Article 58, it may immediately adoy
provisional measures with a specified per

of validity. The supervisory authority shall,

without delay, communicate those measu
with full reasons, to the European Da3
Protection Board and to the Commission.

Bre
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y of

in

Dt
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New provisional measures

Art.61.2 Where a supervisory authority h
taken a measure pursuant to paragraph 1
considers that final measures need urge
be adopted, it may request an urgent opir
of the European Data Protection Boa
giving reasons for requesting such opini

including for the urgency of final measures.

as
and
ntly
lion
rd,
DN,

New

Art.61.3 Any supervisory authority mal

<

request an urgent opinion where {

he

New
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competent supervisory authority has

not

taken an appropriate measure in a situation

where there is an urgent need to act, in o
to protect the interests of data subje
giving reasons for requesting such opini
including for the urgent need to act.

rder
cts,
DN,

Art.61.4 By derogation from Article 58(7
an urgent opinion referred to in paragraph
and 3 shall be adopted within two weeks
simple majority of the members of il
European Data Protection Board.

New

Implementing acts

Art.62.1 The Commission may ado
implementing acts for:

(a) deciding on the correct application of t
Regulation in accordance with its objectiy
and requirements in relation to matt
communicated by supervisory authorit
pursuant to Article 58 or 61, concerning
matter in relation to which a reason
decision has been adopted pursuant to Ar
60(1), or concerning a matter in relation
which a supervisory authority does 1
submit a draft measure and that supervis
authority has indicated that it does not inte
to follow the opinion of the Commissic

Dt

Nis
es
2rs
es
a

ed
icle
to
ot
ory
2nd
n

adopted pursuant to Article 59;;

New
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(b) deciding, within the period referred to
Article 59(1), whether it declares dre
standard data protection clauses referred 1
point (d) of Article 58(2), as having gene
validity;

(c) specifying the format and procedures
the application of the consistency mechan
referred to in this section;

in
ft
oin
ral

for
sm

(d) specifying the arrangements for the

exchange of information by electronic mesé
between supervisory authorities, and betw,
supervisory authorities and the Europg
Data Protection Board, in particular t
standardised format referred to in Artic
58(5), (6) and (8).

Those implementing acts shall be adopte
accordance with the examination proced
referred to in Article 87(2).

ANS
een
pan
he
e

1 in
ure

Art.62.2 On duly justified imperative

grounds of urgency relating to the interests
data subjects in the cases referred to in p
(@) of paragraph 1, the Commission sk
adopt immediately applicable implementi
acts in accordance with the proced
referred to in Article 87(3). Those acts sh
remain in force for a period not exceeding
months.

D

5 of
oint
nall
ng
ure
all
12

New acts for a period not exceeding
months

12
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Art.62.3 The absence or adoption of
measure under this Section does

prejudice any other measure by
Commission under the Treaties.

not
he

New

Enforcement

Art.63.1 For the purposes of this Regulatig
an enforceable measure of the supervis
authority of one Member State shall

enforced in all Member States concerned.

n,
50ry
be

New

Art.63.2 Where a supervisory authority does

not submit a draft measure to the consiste
mechanism in breach of Article 58(1) to (
the measure of the supervisory authority s
not be legally valid and enforceable.

ncy

),
hall

New

Section 3 European Data protection Board

European Data Protection Board

Art.64.1 A European Data Protection Boa
is hereby set up.

New

Art.64.2 The European Data Protecti
Board shall be composed of the head of
supervisory authority of each Member St
and of the European Data Protect
Supervisor.

New
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Art.64.3 Where in a Member State more th
one supervisory authority is responsible
monitoring the application of the provisio
pursuant to this Regulation, they sh
nominate the head of one of thg
supervisory authorities as joi
representative.

an
for

all
se
Nt

New

Art.64.4 The Commission shall have tl
right to participate in the activities ali
meetings of the European Data Protect
Board and shall designate a representa

ne
nd
ion

The chair of the European Data Protection

Board shall, without delay, inform th
Commission
on all activities of the European D3
Protection Board.

e

ta

live.

New

Independence

Art.65.1 The European Data Protecti
Board shall act independently wh
exercising its tasks pursuant to Articles
and 67.

en
66

New

Art.65.2 Without prejudice to requests by t
Commission referred to in point (b)

paragraph 1 and in paragraph 2 of Article
the European Data Protection Board shal

ne
o
66,
, in

the performance of its tasks, neither se

eks

New
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nor takes instructions from anybody.

Tasks of the European Data Protection
Board

Art.66.1 The European Data Protection
Board shall ensure the consistent application
of this Regulation. To this effect, the
European Data Protection Board shall, on its
own initiative or at the request of the
Commission, in particular:
(@) advise the Commission on any issue
related to the protection of personal data in
the Union, including on any proposed
amendment of this Regulation;
(b) examine, on its own initiative or an
request of one of its members or on request
of the Commission, any question covering
the application of this Regulation and issue
guidelines, recommendations and est
practices addressed to the supervisory
authorities in order to encourage consistent
application of this Regulation;

(c) review the practical application of the

guidelines, recommendations and est
practices referred to in point (b) and report
regularly to the Commission on these;

(d) issue opinions on draft decisions |of

supervisory authorities pursuant to the
consistency mechanism referred to in Article

Duties and powers of this new EDPB
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57,
(e) promote the co-operation and the

effective bilateral and multilateral exchange

of information and practices between the

supervisory authorities ;

() promote common training programmes

and facilitate personnel exchanges between
the supervisory authorities, as well as, where
appropriate, with the supervisory authoritjes

of third countries or of international
organisations;
(g) promote the exchange of knowledge and
documentation on data protection legislatjon
and practice with data protection supervispry
authorities worldwide.

Art.66.2 Where the Commission requests
advice from the European Data Protection
Board, it may lay out a time limit withip
which the European Data Protection Board
shall provide such advice, taking into
account the urgency of the matter.

New

Art.66.3 The European Data Protection
Board shall forward its opinions, guidelines

recommendations, and best practices to|the

Commission and to the committee referred to
in Article 87 and make them pubilic.

New
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Art.66.4 The Commission shall inform th
European Data Protection Board of the aci

it has taken following the opinions,

guidelines, recommendations and b
practices issued by the European D
Protection Board.

e
ion

est
ata

New

Reports

Art.67.1 The European Data Protecti
Board shall regularly and timely inform t
Commission about the outcome of

activities. It shall draw up an annual rep
on the situation regarding the protection
natural persons with regard to the process

DN
e
its
ort
of
5ing

of personal data in the Union and in thjrd

countries.

The report shall include the review of t
practical application of the guideline
recommendations and best practices refe
to in point (c) of Article 66(1).

he
S!
rred

New

Art.67.2 The report shall be made public and

transmitted to the European Parliament,
Council and the Commission.

the

New

Procedure

Art.68.1 The European Data Protecti

Board shall take decisions by a sim

ble
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majority of its members.

Art.68.2 The European Data Protecti
Board shall adopt its own rules of proced
and organise its own  operatior
arrangements, in particular, it shall provi
for the continuation of exercising duti
when a member’s term of office expires o
member resigns, for the establishment
subgroups for specific issues or sectors
for its procedures in relation to tf
consistency mechanism referred to in Arti
57.

DN
lre
al
de
BS
ra
of
and
e
cle

New

Chair

Art.69.1 The European Data Protecti
Board shall elect a chair and two dep
chairpersons from amongst its members. (
deputy chairperson shall be the Europ
Data Protection Supervisor unless he or
has been elected chair.

DN
Uty

Dne
ban
she

New

Art.69.2 The term of office of the chair an
of the deputy chairpersons shall be five ye
and be renewable.

d
ars

New

Tasks of the chair

Art.70.1 The chair shall have the followin
tasks:

g

(a) to convene the meetings of the Europ

ean

New
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Data Protection Board and prepare
agenda;
(b) to ensure the timely fulfilment of th

its

e

tasks of The European Data Protection

Board, in particular in relation to th

e

consistency mechanism referred to in Article

57:

Art.70.2 The European Data Protection

Board shall lay down the attribution of tag

ks

between the <chair and the deputy

chairpersons in its rules of procedure.

New

Secretariat

Art.71.1 The European Data Protection

Board shall have a secretariat. The Europ

ean

Data Protection Supervisor shall provide that

secretariat.

New

Art.71.2 The secretariat shall provic
analytical, administrative and logistic

e
al

support to the European Data Protection

Board under the direction of the chair.

New

Art.71.3 The secretariat shall be responsi
in particular for:

(a) the day-to-day business of the Europ
Data Protection Board,

(b) the communication between the memAg
of the European Data Protection Board,

ble

ean

ers
its

New
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chair and the Commission and for
communication with other institutions and

the public;

(c) the use of electronic means for the

internal and external communication;
(d) the translation of relevant information;
(e) the preparation and follow-up of t

ne

meetings of the European Data Protection

Board,;

(f) the preparation, drafting and publicati
of opinions and other texts adopted by
European Data Protection Board.

bNn
the

Confidentiality

Art.72.1 The discussions of the Europe

Data Protection Board shall be confidential.

an

New

Art.72.2 Documents submitted to membe
of the European Data Protection Boa
experts and representatives of third par
shall be confidential, unless access is gra
to those documents in accordance v
Regulation (EC) N° 1049/2001 or th
European Data Protection Board otherw
makes them public.

IS
rd,
ties
nted
ith
ne
ise

See Regulation (EC) N°1049/2001

Art.72.3 The members of the European D
Protection Board, as well as experts 3

Ata
and

representatives of third parties, shall

be

New
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required to respect the confidential

obligations set out in this Article. The chair

shall ensure that experts and representa

ty

lives

of third parties are made aware of the

confidentiality requirements imposed up
them.

on

Chapter VIII Remedies, Liability and
sanctions

Right to lodge a complaint with a
supervisory authority

Art.73.1 Without prejudice to any other

administrative or judicial remedy, every data

subject shall have the right to lodge
complaint with a supervisory authority in a

a
ny

Member State if they consider that the
processing of personal data relating to them

does not comply with this Regulation.

New

Art.73.2Any  body, organisation 0
association which aims to protect dx
subjects’ rights and interests concerning
protection of their personal data and has b
properly constituted according to the law @
Member State shall have the right to lodg

r
ata
the
een
fa
a

complaint with a supervisory authority in any

Member State on behalf of one or more data
subjects if it considers that a data subject’s
rights under this Regulation have begen

New
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infringed as a result of the processing
personal data.

of

Art.73.3 Independently of data subject
complaint, any body, organisation ¢
association referred to in paragraph 2 s
have the right to lodge a complaint with
supervisory authority in any Member Statq
it considers that a personal data breach
occurred.

or
hall

b jf
has

Complaint in case of personal data breac

=)

Right to a judicial remedy against a
supervisory authority

Art.74.1 Each natural or legal person sh
have the right to a judicial remedy agai
decisions of a supervisory author
concerning them.

all
nst

ty

New

Art.74.2 Each data subject shall have t

right to a judicial remedy obliging the

supervisory authority to act on a complaint
the absence of a decision necessary to pr
their rights, or where the supervisa
authority does not inform the data subj
within three months on the progress
outcome of the complaint pursuant to pg
(b) of Article 52(1).

he

in
ptect
ry
oct
or
int

New

Art.74.3 Proceedings against a supervis
authority shall be brought before the cou
of the Member State where the supervis

Dry
res

ory

authority is established.

New
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Art.74.4 A data subject who is concerned
a decision of a supervisory authority

by
in

another Member State than where the data
subject has its habitual residence may request
the supervisory authority of the Member

State where it has its habitual residence to

bring proceedings on its behalf against
competent supervisory authority in the ot
Member State.

the
ner

New
Refer to an “habitual residence”

Art.74.5 The Member States shall enforce

final decisions by the courts referred to
this Article.

in

New

Right to a judicial remedy against a
controller or processor

Art.75.1 Without prejudice to any availab
administrative remedy, including the right

lodge a complaint with a supervisory

e
to

authority as referred to in Article 73, every

natural person shall have the right to

judicial remedy if they consider that the

a
r

rights under this Regulation have been
infringed as a result of the processing of their

personal data in non-compliance with t
Regulation.

NIS

New

Art.75.2 Proceedings against a controller

or

a processor shall be brought before the cqurts
of the Member State where the controller or
processor has an establishment.

Alternatively, such proceedings may

be

New




Page 137 sur 155

brought before the courts of the Member
State where the data subject has its habjtual
residence, unless the controller is a puplic
authority acting in the exercise of its public
powers.

Art.75.3 Where proceedings are pending|in
the consistency mechanism referred to| in
Article 58, which concern the same measure,
decision or practice, a court may suspend| the
proceedings brought before it, except where
the urgency of the matter for the protection
of the data subject's rights does not allow to
wait for the outcome of the procedure in the
consistency mechanism.

New

Art.75.4 The Member States shall enforce
final decisions by the courts referred to|in
this Article.

New

Common rules for court proceedings

Art.76.1 Any body, organisation r
association referred to in Article 73(2) shall
have the right to exercise the rights referred
to in Articles 74 and 75 on behalf of one|or
more data subjects.

New

Art.76.2 Each supervisory authority shall

have the right to engage in legal proceedings
and bring an action to court, in order |to
enforce the provisions of this Regulation|or
to ensure consistency of the protection| of
personal data within the Union.

New
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Art.76.3 Where a competent court of

a

Member State has reasonable grounds to
believe that parallel proceedings are being

conducted in another Member State, it s
contact the competent court in the ot
Member State to confirm the existence
such parallel proceedings.

nall
her
of

New

Art.76.4 Where such parallel proceedings

n

another Member State concern the same
measure, decision or practice, the court may

suspend the proceedings.

New

Art.76.5 Member States shall ensure t
court actions available under national |
allow for the rapid adoption of measur
including interim measures, designed
terminate any alleged infringement and
prevent any further impairment of ti
interests involved.

nat

es
to
to

ne

New

Right to compensation and liability

Art.77.1 Any person who has sufferg
damage as a result of an unlawful proces:
operation or of an action incompatible w
this Regulation shall have the right to rece
compensation from the controller or t
processor for the damage suffered.

2d
5ing
th
ive
he

New

Art.77.2 Where more than one controller
processor is involved in the processing, e
controller or processor shall be jointly a

or
ach
nd

severally liable for the entire amount of {

he

New
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damage.

Art.77.3 The controller or the processor may

be exempted from this liability, in whole
in part, if the controller or the process
proves that they are not responsible for
event giving rise to the damage.

DI
or
the

New

Penalties

Art.78.1 Member States shall lay down t
rules on  penalties, applicable

infringements of the provisions of t
Regulation and shall take all measu
necessary to ensure that they

implemented, including where the control
did not comply with the obligation t
designate a representative. The pena
provided for must be effective, proportiona
and dissuasive.

ne
to
IS
res
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New

Art.78.2 Where the controller has establish
a representative, any penalties shall
applied to the representative, withdg
prejudice to any penalties which could
initiated against the controller.

ed
be
ut

be

New

Art.78.3 Each Member State shall notify
the Commission those provisions of its |
which it adopts pursuant to paragraph 1,
the date specified in Article 91(2) at the lat
and, without delay, any subsequs

to
AW
by
est
2Nt

amendment affecting them.

New
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Administrative sanctions

Art.79.1 Each supervisory authority shall
empowered to impose administrati
sanctions in accordance with this Article.

New administrative sanctions

Art.79.2 The administrative sanction shall

in each individual case effectiv
proportionate and dissuasive. The amoun
the administrative fine shall be fixed wi
due regard to the nature, gravity and dura
of the breach, the intentional or negligé
character of the infringement, the degree
responsibility of the natural or legal pers
and of previous breaches by this person,
technical and organisational measures

procedures implemented pursuant to Arti
23 and the degree of cooperation with

supervisory authority in order to remedy t
breach.

be
€,
t of
th
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2Nt
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New administrative sanctions

Art.79.3 In case of a first and non-intention
non-compliance with this Regulation,
warning in writing may be given and 1
sanction imposed, where:

(a) a natural person is processing pers(
data without a commercial interest; or

(b) an enterprise or an organisati
employing fewer than 250 persons
processing personal data only as an acti
ancillary to its main activities.

al
a
10

bnal
on

is
vity

New administrative sanctions
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Art.79.4 The supervisory authority sha
impose a fine up to 250 000 EUR, orin c
of an enterprise up to 0,5 % of its ann
worldwide turnover, to anyone wh
intentionally or negligently: (a) does n
provide the mechanisms for requests by ¢
subjects or does not respond promptly or
in the required format to data subje
pursuant to Articles 12(1) and (2); (
charges a fee for the information or {
responses to the requests of data subjec
violation of Article 12(4).

1l
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D,
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lata
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cts
b)
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ts in

New administrative sanctions

Art.79.5 The supervisory authority sha
impose a fine up to 500 000 EUR, orin c
of an enterprise up to 1 % of its ann
worldwide turnover, to anyone wh
intentionally or negligently:

(a) does not provide the information, or dd
provide incomplete information, or does T
provide the information in a sufficient
transparent manner, to the data sub
pursuant to Article 11, Article 12(3) arn
Article 14;

(b) does not provide access for the d

1l
ase
Jal

D,

DES
1ot
4
ect
d

ata

subject or does not rectify personal d

ta

pursuant to Articles 15 and 16 or does hot

communicate the relevant information t
recipient pursuant to Article 13;

a

(c) does not comply with the right to be

forgotten or to erasure, or fails to

ut

New administrative sanctions
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mechanisms in place to ensure that the {
limits are observed or does not take

ime
all

necessary steps to inform third parties that a
data subjects requests to erase any links tp, or
copy or replication of the personal data

pursuant Article 17; (d) does not provide

a

copy of the personal data in electronic format
or hinders the data subject to transmit the

personal data to another application
violation of Article 18;
(e) does not or not sufficiently determine {

n

he

respective responsibilities with co-controllers

pursuant to Article 24;

() does not or not sufficiently maintain the

documentation pursuant to Article 28, Artic
31(4), and Article 44(3);
(g) does not comply, in cases where spe
categories of data are not involved, pursu
to Articles 80, 82 and 83 with rules

relation to freedom of expression or w

rules on the processing in the employm’ent
n

context or with the conditions for processi
for historical, statistical and scientif
research purposes.
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in
th

g9
c

Art.79.6 The supervisory authority sha
impose a fine up to 1 000 000 EUR or,
case of an enterprise up to 2 % of its anr
worldwide turnover, to anyone wh
intentionally or negligently:

(a) processes personal data without any

all
n
wal
D,

or

New administrative sanctions
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sufficient legal basis for the processing
does not comply with the conditions f
consent pursuant to Articles 6, 7 and 8;

(b) processes special categories of datq
violation of Articles 9 and 81,

or
or

A in

(c) does not comply with an objection or the

requirement pursuant to Article 19;

(d) does not comply with the conditions
relation to measures based on profil
pursuant to Article 20;

(e) does not adopt internal policies or d
not implement appropriate measures
ensuring and demonstrating compliar
pursuant to Articles 22, 23 and 30;

() does not designate a representa
pursuant to Article 25;

(g) processes or instructs the processing
personal data in violation of the obligatio
in relation to processing on behalf of
controller pursuant to Articles 26 and 27,
(h) does not alert on or notify a personal d
breach or does not timely or complets
notify the data breach to the supervis
authority or to the data subject pursuant
Articles 31 and 32;
(i) does not carry out a data protection imp
assessment pursuant or processes per
data without prior authorisation or pri
consultation of the supervisory author

n
ng

Des
for
1ce

tive

y of
ns
a

ata
oly

Dry
to

act
sonal
or

ty

pursuant to Articles 33 and 34;
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() does not designate a data protection

officer or does not ensure the conditions
fulfilling the tasks pursuant to Articles 35, !
and 37; (k) misuses a data protection seé
mark in the meaning of Article 39; (I) carri
out or instructs a data transfer to a th
country or an international organisation t
is not allowed by an adequacy decision or]
appropriate safeguards or by a deroga
pursuant to Articles 40 to 44;

(m) does not comply with an order or
temporary or definite ban on processing

for
B6
il or
DS
ird
nat
by
tion

a
or

the suspension of data flows by the

supervisory authority pursuant to Artic
53(1);

(n) does not comply with the obligations
assist or respond or provide relev
information to, or access to premises by,
supervisory authority pursuant to Artic
28(3), Article 29, Article 34(6) and Articl
53(2);

(o) does not comply with the rules f
safeguarding professional secrecy pursuat
Article 84.

le

to
ant
the
le

[}

or
nt to

Art.79.7 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
updating the amounts of the administrat]
fines referred to in paragraphs 4, 5 and

e
in
of
ve
6,
in

taking into account the criteria referred to

New
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paragraph 2.

Chapter 1X Provisions relating to specific
data processing situations

Processing of personal data and freedor
of expression

Art.80.1 Member States shall provide f
exemptions or derogations from t
provisions on the general principles

Chapter I, the rights of the data subject
Chapter Ill, on controller and processor
Chapter IV, on the transfer of personal d
to third countries and internation

ol
he
in
in
in
ata
al

organisations in Chapter V the independent

supervisory authorities in Chapter VI and
co-operation and consistency in Chapter
for the processing of personal data cart
out solely for journalistic purposes or t
purpose of artistic or literary expression
order to reconcile the right to the protecti
of personal data with the rules govern
freedom of expression.

on
VII

ied
he
in
on

ng

More or less equal to Directive 95/46/EC

Art.80.2 Each Member State shall notify
the Commission those provisions of its |
which it has adopted pursuant to paragraf
by the date specified in Article 91(2) at t
latest and, without delay, any subsequ
amendment law or amendment affect
them.

to
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he
ent

ng

New

Processing of personal data concernin
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health

Art.81.1 Within the limits of this Regulatio
and in accordance with point (h) of Artic
9(2), processing of personal data concerr
health must be on the basis of Union law
Member State law which shall provide f
suitable and specific measures to safegl
the data subject's legitimate interests, anc
necessary for:

(@ the purposes of preventive
occupational medicine, medical diagnos

the provision of care or treatment or th@iagnosis, the provision of care or treatmer

management of health-care services,
where those data are processed by a h
professional subject to the obligation
professional secrecy or another person
subject to an equivalent obligation
confidentiality under Member State law
rules established by national compet
bodies; or

(b) reasons of public interest in the area
public health, such as protecting agai
serious cross-border threats to health
ensuring high standards of quality and saf
inter alia for medicinal products or medig
devices; or

(c) other reasons of public interest in ar
such as social protection, especially in or

—

le
ing
or

or

‘g% Paragraph 1 shall not apply whereg
1 cessing of the data is required for the

or
sipurposes of preventive medicine, medica

apdthe management of health-care service
~alldl where those data are processed by
diealth professional subject under nationa
alewy  or rules established by nationa
ofompetent bodies to the obligation of
oprofessional secrecy or by another persg
ealso subject to an equivalent obligation o
secrecy.

of

nst

or
ety,

al

Pas
der

to ensure the quality and cost-effectiven

Addition of b) et c) (a) is equal )

ess
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of the procedures used for settling claims
benefits and services in the health insura
system.

for
nce

Art.81.2 Processing of personal dg
concerning health which is necessary
historical, statistical or scientific resear
purposes, such as patient registries set uj
improving diagnoses and differentiati
between similar types of diseases 3
preparing studies for therapies, is subjec
the conditions and safeguards referred ¢
Article 83.

ta
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y for
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D N

New

Art.81.3 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying other reasons of pub
interest in the area of public health
referred to in point (b) of paragraph 1,

e
in
of
lic
as
as

well as criteria and requirements for the

safeguards for the processing of persc
data for the purposes referred to in paragr
1.

nal
aph

New

Processing in the employment context

Art.82.1 Within the limits of this Regulation
Member States may adopt by law spec
rules regulating the processing of employe
personal data in the employment context
particular for the purposes of the recruitme

ific
es

in
Nt

the performance of the contract

of

New disposition in the employment conte
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employment, including discharge

obligations laid down by law or by collecti
agreements, management, planning

organisation of work, health and safety
work, and for the purposes of the exerg
and enjoyment, on an individual or collecti
basis, of rights and benefits related
employment, and for the purpose of {

termination of the employment relationship.

e
and
at
ise

to
he

Art.82.2 Each Member State shall notify
the Commission those provisions of its |
which it adopts pursuant to paragraph 1,
the date specified in Article 91(2) at the lat
and, without delay, any subsequs
amendment affecting them.

to
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by
est
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New

Art.82.3 The Commission shall b
empowered to adopt delegated acts
accordance with Article 86 for the purpose
further specifying the criteria an
requirements for the safeguards for
processing of personal data for the purpd
referred to in paragraph 1.

in
of
d
the
ses

New

Processing for historical, statistical and
scientific research purposes

Art.83.1 Within the limits of this Regulation
personal data may be processed for histor
statistical or scientific research purposes @
if:

(@) these purposes cannot be othery

cal,
nly

vise

Important exceptions
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fulfilled by processing data which does not
permit or not any longer permit the
identification of the data subject;

(b) data enabling the attribution pf
information to an identified or identifiable
data subject is kept separately from the other
information as long as these purposes can be
fulfilled in this manner.

Art.83.2 Bodies conducting historical,
statistical or scientific research may publjsh
or otherwise publicly disclose personal data
only if:
(a) the data subject has given consent, subject
to the conditions laid down in Article 7; or
(b) the publication of personal data |is

necessary to present research findings ar to
facilitate research insofar as the interests or
the fundamental rights or freedoms of the

data subject do not override these interests;
or
(c) The data subject has made the data public.

Important exceptions

Art.83.3 The Commission shall be
empowered to adopt delegated acts| in
accordance with Article 86 for the purpose of
further  specifying the criteria and
requirements for the processing of persanal
data for the purposes referred to in paragnaph
1 and 2 as well as any necessary limitations
on the rights of information to and access| by

New
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the data subject and detailing the conditi
and safeguards for the rights of the d
subject under these circumstances.

DNS
ata

Obligations of secrecy

Art.84.1 Within the limits of this Regulation
Member States may adopt specific ruleg
set out the investigative powers by t
supervisory authorities laid down in Artic
53(2) in relation to controllers or process
that are subjects under national law or ru
established by national competent bodies
an obligation of professional secrecy or ot

equivalent obligations of secrecy, where rjhis

is necessary and proportionate to reco
the right of the protection of personal d
with the obligation of secrecy.

These rules shall only apply with regard
personal data which the controller

processor has received from or has obta
in an activity covered by this obligation
secrecy.
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New

Art.84.2 Each Member State shall notify
the Commission the rules adopted purst
to paragraph 1, by the date specified
Article 91(2) at the latest and, without delg
any subsequent amendment affecting then
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Existing data protection rules of churches

and religious associations
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Art.85.1 Where in a Member State, church

es

and religious associations or communities

apply, at the time of entry into force of th
Regulation, comprehensive rules relating
the protection of individuals with regard
the processing of personal data, such r
may continue to apply, provided that they
brought in line with the provisions of th
Regulation.

is
to
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New

Art.85.2 Churches and religious associatic
which apply comprehensive rules

ns
in

accordance with paragraph 1 shall provide

for the establishment of an independ
supervisory authority in accordance w
Chapter VI of this Regulation.

ent
th

New

Chapter X Delegated acts and
implementing acts

Exercise of the delegation

Art.86.1 The power to adopt delegated acts

is conferred on the Commission subject
the conditions laid down in this Article.

to

New

Art.86.2 The delegation of power referred
in Article 6(5), Article 8(3), Article 9(3)
Article 12(5), Article 14(7), Article 15(3)
Article 17(9), Article 20(6), Article 22(4)
Article 23(3), Article 26(5), Article 28(5)
Article 30(3), Article 31(5), Article 32(5)
Article 336), Article 34(8), Article 35(11
Article 37(2), Article 39(2), Article 43(3)

to

New
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Article 44(7), Article 79(6), Article 81(3)
Article 82(3) and Article 83(3) shall b
conferred on the Commission for
indeterminate period of time from the date
entry into force of this Regulation.

Art.86.3 The delegation of power referred
in Article 6(5), Article 8(3), Article 9(3)
Article 12(5), Article 14(7), Article 15(3)
Article 17(9), Article 20(6), Article 22(4)
Article 23(3), Article 26(5), Article 28(5)
Article 30(3), Article 31(5), Article 32(5)
Article 33(6), Article 34(8), Article 35(11
Article 37(2), Article 39(2), Article 43(3)
Article 44(7), Article 79(6), Article 81(3)
Article 82(3) and Article 83(3) may b
revoked at any time by the Europe
Parliament or by the Council. A decision
revocation shall put an end to the delega
of power specified in that decision. It sh
take effect the day following the publicati
of the decision in the Official Journal of tf
European Union or at a later date specit
therein. It shall not affect the validity of ar
delegated acts already in force.
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Art.86.4 As soon as it adopts a delegated
the Commission shall notify
simultaneously to the European Parliam
and to the Council.
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Art.86.5 A delegated act adopted pursuan
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Article 6(5), Article 8(3), Article 9(3)
Article 12(5), Article 14(7), Article 15(3)
Article 17(9), Article 20(6), Article 22(4)
Article 23(3), Article 26(5), Article 28(5)
Article 30(3), Article 31(5), Article 32(5)
Article 33(6), Article 34(8), Article 35(11
Article 37(2), Article 39(2), Article 43(3)
Article 44(7), Article 79(6), Article 81(3)
Article 82(3) and Article 83(3) shall ent
into force only if no objection has bes
expressed either by the European Parlian
or the Council within a period of two mont
of notification of that act to the Europe
Parliament and the Council or if, before t

expiry of that period, the European

o
2N
nent
NS
21
he

Parliament and the Council have both

informed the Commission that they will not

object. That period shall be extended by two

months at the initiative of the Europe
Parliament or the Council.

an

Committee procedure

Art.87.1 The Commission shall be assisted New
by a committee That committee shall be |a

committee within the meaning of Regulatipn

(EU) No 182/2011.

Art.87.2 Where reference is made to this New

paragraph, Article 5 of Regulation (EU) No

182/2011 shall apply.
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Art.87.3 Where reference is made to tf
paragraph, Article 8 of Regulation (EU) N
182/2011, in conjunction with Article
thereof, shall apply.

IS
{[e]

Final Provisions

Repeal of Directive 95/46/EC

Art.88.1 Directive 95/46/EC is repealed.

New

Art.88.2 References to the repealed Direct
shall be construed as references to
Regulation. References to the Working Pg
on the Protection of Individuals with rega
to the Processing of Personal D
established by Article 29 of Directiv
95/46/EC shall be construed as reference
the European Data Protection Bozg
established by this Regulation.
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New

Relationship to and amendment of
directive 2002/58/EC

Art.89.1 This Regulation shall not impog
additional obligations on natural or leg
persons in relation to the processing
personal data in connection with t
provision of publicly available electron

communications  services in publi

communication networks in the Union
relation to matters for which they are subj
to specific obligations with the san
objective set out in Directive 2002/58/EC.
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Art.89.2 Article 1(2) of Directive
2002/58/EC shall be deleted.

New

Evaluation

Art. 90 The Commission shall submit repg
on the evaluation and review of th
Regulation to the European Parliament

the Council at regular intervals. The fi
report shall be submitted no later than f
years after the entry into force of th
Regulation. Subsequent reports shall
submitted every four years thereafter. T
Commission shall, if necessary, subi
appropriate proposals with a view

amending this Regulation, and aligning ot
legal instruments, in particular takir
account of developments in informati
technology and in the light of the state
progress in the information society. T
reports shall be made public.
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Entry into force and application

Art.91.1 This Regulation shall enter int
force on the twentieth day following that
its publication in theOfficial Journal of the
European Union.

(0]

New

Art.91.2 It shall apply from two years fron

>

the date referred to in paragraph 1.

New




